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B.M. KPYH/IBIILEB, M.O. KAJIMHUH
OLEHKA D®®EKTUBHOCTHU OBECIIEYEHU S
I/IH(DOPMAHI/IOHHOﬁ BE3OIIACHOCTHU B CUCTEMAX
YMHOI'O 'OPOJA HA OCHOBE MOJEJIM KOHKYPEHIIUN

Kpynovuuwes  B.M.,  Kamnun  M.O. Ounenka 3>(pdekTHBHOCTH  obecriedeHUs
uH(popManuOHHOK 0€30MacCHOCTH B CHCTEMaX YMHOIO IOpoAa HAa OCHOBEe MOJeJIH
KOHKYPeHIHH.

AHHOTanmusi. Peanms3anus KOHLENIMM YMHOTO ropoja (smart city) moapasymeBacT
mepexos OT TPaAULIHOHHBIX KOMIBIOTEPHBIX CeTel, MMEIOMUX YEeTKHH HH()OPMAaIMOHHBINA
MEPUMETP, K PacIpe/ieICHHBIM CETsAM HOBOTO NMoKojeHus. [l pacmpeneleHHBIX MOICUCTEM
YMHOTO TOpOZIa CBOWMCTBEHHBI PEKOH(UIypHpyeMas CeTeBas TOINOJIOTHH, OTKPHITOCTS,
MOOHUIBHOCTH y37I0B U IOCTPOCHHUE 3aIUTH HH(POPMAINH Ha 0a3e paclpeeIeHHBIX PeeCTPOB
JIAHHBIX, 4YTO OTKPBIBAET HOBBIE BO3MOXKHOCTH [l 3JOYMBIIIEHHHKOB. CHTyaius
OCJIOJKHSIETCSl TEM, YTO CKOPOCTh CO3JaHMS HOBBIX LM(PPOBBIX HHOPACTPYKTYp MPEBOCXOIUT
CKOPOCTb Pa3pabOTKH CPEACTB 3alIUTHI, OTBEYAIONIMX AKTyaldbHBIM BEI30BaM. YUHTHIBAs
crien(MYEcKHe CBOWCTBA OOBEKTAa 3aIUUTHI, JMHAMUKY Pa3BUTUS Yrpo3 OE30MAaCHOCTH H
OTPAaHMYCHHBIA BBHIOOP 3alUTHBIX MEXAaHW3MOB, JUIS TOJJIEPKAHUS BBICOKOTO YPOBHS
3aIUIIEHHOCTH CHCTEM YMHOTO TOpoja HEOOXONHMO IIPOBOJHTH HEHNPEPHIBHYIO OLEHKY
3 (EKTUBHOCTH 3alIUTBl M e MNEepeHacTpolKy. B pesymbrare aHamm3a CyIIECTBYIOIIUX
pereHnit 1o oneHke 3(pPEeKTHBHOCTH CHCTEM 0OecTiedeHnsl HHPOPMAILIMOHHON 6e301acHOCTH
YCTaHOBJICHO, YTO OHH pA0OTAalOT B HPOAKTHBHOM PEXHMME M HE YYUTHIBAIOT BBICOKYIO
JIMHAMUKY CHCTEMBI «YTPO3BI-3alIUTH» B CHCTEMaX YMHOTo ropoja. B cratebe mpencrasiena
IIOCTPOCHHAsI MOJENb OLICHKH (G ()EeKTHBHOCTH oOecTiedeHHs] HHPOPMAaLMOHHON 0e30MacHOCTH,
Oasupyromasi Ha HEJIMHEHHOW JMHAMUYECKOM MOJENM KOHKYPEHIMH 3a BIMSHHE Ha
(yHKIMOHMpOBaHNE MH(OPMAIMOHHON MHOPACTPYKTyphl. i MOIIepKaHHsA YCTOHYHBOTO
COCTOSIHMSI CHCTEMBI YMHOTO TOpOJa HEOOXOAMMO BBINOJHEHNE KPUTEPUS O COOTHOIICHHH
CKOpOCTEll OOHApY)KEHUS M pa3BUTUsL KOMIIBIOTEpHOM aTaku B uHppacTpykType. Ha
pa3pabOTaHHOM  SKCHEPHMEHTaJIbHOM  MaKeTe OSMYJIUpPOBAaHbl  CLHEHAPUM  Pa3BUTHA
KOMITBIOTEPHBIX aTaK (O@KCIUTyatamus ys3BuMoctH IIO», «pacmpesieneHHBI OTKa3 B
00CTyXKMBaHUWY, «4€pHAas IbIpa» U «aTaka OOJIBIIMHCTBA» HA MpUMEPe HHTEIIEKTyalbHOU
TparcroptHOi cetm VANET B uH(pacTpyKkType yMHOro ropoja TpH HCIIONb30BAHUI
Pa3IYHBIX KOHQUTypalui CHCTEMBI 3alUTHL. B X076 cpaBHUTENIBHOTO SKCHEPHMEHTA Pa3HBIX
koHOurypanuii cuctembl 3amutel ceté VANET mokasaHo, 49T0 mpuMep KOMILICKCa,
peanu3yromero oOHapy)KeHHe aTak C IOMOIIBI0 CBEPTOYHONH HEHpPOCETH, AMHAMHYECKYFO
MapIIpyTH3aluio Ha 6a3e MypaBbMHOTO ainroputma u nportokon Hashgraph c BHempennoi
MOJIENbIO JI0BEPHs, YIOBIETBOPSICT KPUTEPUIO YCTOHYMBOCTH. IIpuMeHeHUe HpeaioKeHHOU
MOJICITN OIIEHKH I103BOJIIET OOOCHOBAaHHO KOHTPOJMPOBATh M JMHAMUYECKH PETYINpOBAThH
KOH(HUTypaIMIo CHCTEMBI 3aIlUTHI.

KnloueBble ciioBa: KpuUTepHH YCTOMYMBOCTH, MOJENb KOHKYPCHIUH, OIICHKA
3 (heKTUBHOCTH, PacIpEeieICHHBII PEeecTp, CKOPOCTh Pa3BUTHS KOMITBIOTEPHOH aTakH, TOYKa
YCTOMYMBOCTH, YMHBIHM TOPOA.

1. BBenenne. B mocnennme roasl BHHMaHHE CIICIIHATHMCTOB U3
pa3HBIX  OTpaciell  AKOHOMHUKM  TIPUKOBAaHO K  pa3BUBAIONICHCS
TEXHOJIOTHYECKON KOHIENIIMM YMHOTO Topoia (OT aHril «smart city»),
mpenmnonaraomeii  00beIUHEHNE BCEX OCHOBHBIX IKM3HEHHO Ba)KHBIX



mojcucTeM Topoackoro xoszsictBa (KKX, Ttpancmoprt, MemuiuHa,
9KOJIOTHSI, 00ecTieueHUe TIPaBOIOPS/IKA, BOJO- U YJHEPTOCHAOKEHNE U TIp.) B
equHyIo mUdpoByro 3kocucteMy [1 —3]. CoriacHo pacdyeraM aHATUTHKOB
McKinsey, k 2030 roxy ymHbIe Toposaa OyayT rerepupoBats mouru 70%
mupoBoro BBII [4]. TexnHomormdecknuM 0a3McoM MOJCHCTEM YMHOTO
ropoja SBIAIOTCS KOMITBIOTEPHBIE CETH HOBOTO IIOKOJEHHS, BKJIIOYAs
Untepner Bemeit (IoT), cencopuele cetu (WSN), ceTu TpaHCHOPTHBIX
cpeactB (VANET) u mpoume nuHaMH4YECKH PEKOHPHUIYpUPYEMBIE CETH
YCTPOMCTB, a TaKKe CHCTEMBbl pacCIpeeleHHOr0 peecTpa, INpUMEHsSEeMbIe
JUIl  OpPraHu3allid  KOHTPOJIMPYEMOro ¥ BepupHUUpyeMoro oOMeHa
JTAaHHBIMH MEXJy yYaCTHUKAaMH CETH YMHOTO ropoja [5 — 8].

Hns  oOecrieueHuss WHGOPMAIMOHHON 0OE30MACHOCTH  CHCTEM,
HMCIOIIMX  IOCTOSHHYIO HMHQPAcTpyKTypy M  YETKHH  IEpUMeETp,
TPAIMIMOHHO NPUMEHSETCS CTaHIAPTHBIA IIEpeYeHb CPEACTB 3aIlUTBHI,
TaKMX KaK MEKCETEBbIE 3KpaHbl, aHTHUBUpPYCHbE mnporpammsl, SIEM- u
DLP-cucrembl. Ha pbIHKE CyIIECTBYET psil PpELICHUH, NpeaiaraéMblX
KPYIHBIMH TPOW3BOJUTEISAMH M TIOATBEPIUBIINX CBOIO 3(PQEKTHBHOCTH
pu 00HApYKEHUHM KOMIBIOTEPHBIX aTaK THIA «OTKa3 B OOCITYyXKHBaHHNY,
mpu OJOKHPOBKE BPEAOHOCHBIX MpPOTpaMM, (GUIBTpanyu (UITHHTOBBIX
cooOieHnii U criama. Begyiine koMnaHuu B o0siactu pa3pabOTKU CpelCcTB
3aIIUTHl JECATUICTUSIMH HaKaIUIMBAIX OIBIT, IIOJIydas OOpaTHYIO CBSI3b OT
MoJb30BaTeeld, W JopabaThIBalM CBOM peLICHHdA, Jenas HxX Ooiee
(byHKIMOHANBHBIME, () ()EKTHBHBIMU U YHHBEpCaTbHBIMUA. OCHOBHBIMU K
CBOHCTBAaMHM CHCTEM YMHOTO ToOpoja SBISIIOTCS WX JUHAMHKa U
HEOZHOPOAHOCTb, YTO 3aTPyAHSET IPUMEHEHUE TPAIUINOHHBIX METOIOB U
cpencts 3amuThl HHGopManuu [§ — 10]. CuTyalust OCIOXKHSIETCS TEM, YTO
CKOpOCTb BHEAPEHHs] CHCTEM YMHOTO Topoja IPEBBIIIAET CKOPOCTh
Pa3paboTKU CHENUAIU3UPOBAHHBIX CPEJCTB 3aIIUTHI sl HUX, YeM aKTHBHO
MOJB3YIOTCA 3JOYMBIIIIEHHUKH. OTCYTCTBUE CTAaTUYECKOTo IEepHMETpa
3aIIUThI, CaMOOPTaHM3alMs MOOHJIBHBIX Y3JI0B B OTJCIIBHBIE CETMEHTHI,
JCLEHTPAIN30BAHHOE XpaHEeHHEe OOIBIINX 00bEMOB JJaHHBIX, BO3MOXHOCTh
MIEPEMEIIIECHNS y3JI0B CETH — BCE 3TO OTKPBIBAET HOBBIE BO3MOXKHOCTH Kak
JUIsL TIporpecca TEXHOJOTMH yMHBIX TOPOJIOB, TaKk WM Ul HapyIIUTEIeH
0€301acHOCTH, KOTOpBIE peaNn3yloT CHENU(PHUECKHE KOMIBIOTEPHBIC
aTaky, HaNpaBICHHBIC HAa HAPYIICHHE YCTOWYMBOTO (HYHKIMOHHPOBAHUS
CHCT€M YMHBIX TOPOAOB U OKCILUTyaTHUPYIOIIUE HOBBIE YS3BUMOCTHU
(HanpuMep, B JUHAMHYECKOM MapLIpyTH3allMM M B paclpeAeiIeHHOM
peectpe) [11 — 14].

B Takux yclOBMSAX OAHOM M3 KIIOUEBBIX NMPOOJIEM SBISIETCS OLCHKA
3¢ PeKTUBHOCTH obecrieyeHUsT HHPOPMAITHOHHOW 0E30ITaCHOCTH B CHCTEMax
yMHOro ropoja. HedeTkocTb CTPYKTYpbl OOBEKTa 3allUTHI U BHEAPEHUE



HOBBIX KOMITBIOTEPHBIX TEXHOJIOTHI HPUBOAWT K TOMY, 9TO (popMHpOBaHHE
€AMHBIX TOAXOIOB K IIOCTPOCHHIO CHCTEMBI 3allUTHl  HU(PPOBBIX
HHPPACTPYKTYp YMHOTO TOpOJa CTaHOBHTCS HEBO3MOXHBIM. C ydeTroMm
TIOCTOSTHHBIX W3MEHEHHH, POUCXOISIINX B 00BEKTE 3alIUTHL, W TOCTOSHHO
MeHSoIerocs: JaHamagdra yrpo3 Oe30MacHOCTH HEOOXOAWMO PperyisipHO
MPOBEPSITH  A/ICKBAaTHOCTh  CHCTEMBI  oOecriedueHWs HWH(POPMAIMOHHON
0e30MacHOCTH YMHOTO TOpOJia C LENbI0 BBISBICHHS €€ CllabbIX MecT
COOTBETCTBYIOIIEH IMEPEHACTPONKH 3aIUTHBIX MeXaHW3MOB. [l penieHus
MIOCTaBJICHHOH 33/1a4¥ B CTaThE PACCMATPUBAIOTCS CIIE/TYIOIINE aCTICKThI:

- TIpeACTaBJICHBI PE3yJbTAThl aHAIN3a CYLIECTBYIOUINX MOJX0/I0B
K oueHke 3((GeKTUBHOCTH obecrieueHns MHOOPMALMOHHOW 0€30I1acHOCTH,
a TaKKe OmpejeleHbl TpeOOBaHMs, KOTOPbIM JIOJDKHA OTBEYaTh
pa3pabaTbiBacMasi MOJENb OICHKH C YIeTOM XapaKTePHBIX OCOOCHHOCTEH
CHCTEM YMHOTO TOPOJa;

- 11 OmeHKH 3(P(PEKTUBHOCTH obecneueHuss WH(POPMAITMOHHOM
0e30MacHOCTH  TpemIoKeHAa TUHAMHUYecKas MOJIeNTb  KOHKYpCHIIWH,
OTHCHIBAOIIAS B3aMMOJCHCTBIE PAa3HBIX BUIOB Y3JIOB: JETUTHMHBIX Y3JI0B
U Y3JIOB-HApyLIUTENEeH B M3MEHAIOLEHCs cpelie YMHOro ropoja. B nannoit
MOJIETIH OTPAXKAETCs MMOCTOSIHHAST KOHKYPEHIHS Y3JIOB 32 PECYpChl, TO €CTh
3a XapaKTCpUCTHUKHU CUCTEMBI YMHOI'O ropoja, qTO MNpUBOAUT K
9BOJIIOIIMOHHBIM U3MCHCHHUSIM B CUCTCMC,

- Ha 0ase ceTeBOro AMyJsaTOpa pa3paboTaH dKCIEPUMEHTAIbHBIN
MAakKerT, HOIIIICp)KI/IBaIOH_IHﬁ MOJEC/Ib CUCTEMBI YMHOT'O TropoJa U pas3sjINnvHbIC
TECTOBBIC CIICHAPHHM KOMIIBIOTEPHBIX aTakK, Ha KOTOPOM IIpOBelIcHa
9KCICPUMCHTANBHAS OICHKA MTPEIUI0KEHHOTO PEIICHUS.

2. AHaIM3 NOAX0A0B K OueHKe 3(P(PeKTUBHOCTH CHCTEM
o0ecneyeHusi mHpopMauMoOHHON Oe3omacHocTH. B Hacrosimiee Bpems
BBIJICIISIFOTCST CJIETYIOIINE OCHOBHBIE IMOJXOJbI K OLEHKE 3((EKTUBHOCTH
oOecrnieucHHUs HHPOPMAIMOHHOW O€30MACHOCTH:

1.  OkcmepTHbId. JlaHHBIA MMOAXOM TpEINoaraeT MUCIOIb30BaHUE
OTBITa ¥ 3HAHUH SKCIIEPTOB, CIEHUATN3UPYIOMIMNXCS Ha 3alIUTe 0OBEKTOB
nHpopmatuzanun. LlITaTHBIE COTPYTHUKI/TIPUTIANICHHBIE CIICIIMAIICTHI Ha
OCHOBE aHaJIM3a MMEIOUINXCS NAHHBIX MPHHUMAIOT PEIICHHS IO OIEHKE
3¢ (EeKTHBHOCTH MPUMEHIEMBIX 3alIUTHBIX MEXaHW3MOB. Tak, HampuMep, B
pabore [15] mpencraBmeHa OSKcmepTHas CHCTEMa OIGHKH — YPOBHS
COOTBETCTBUSI CHCTEMBI 3al[UTHI NPEIbSIBIIEMBIX TPEOOBAaHHUSM. ABTOPHI
BBIJICIISIFOT TPU OCHOBHBIX JTara: MOJroTOBKAa UCXOJHBIX JIAHHBIX, KOHTPOJIb
peanuzanyu TpeOOBaHMH W BBIYMCIIEHHE HMTOTOBBIX IIOKa3aTesieil OLEHKH
oOecrnieucHus UHPOPMATMOHHON Oe3omacHocTU. B pabdore [16] npemnoxken
MOJXOJ K olleHKe 3 (EKTUBHOCTH, OCHOBAHHBII HA MCIOJIB30BaHUU METO/1a
OKCIICPTHBIX OLICHOK, B KOTOPOM IMOJYYCHHBIC II0KAa3aTCJIM YPOBH:A



3alIMIIEHHOCTH IIOMOTAlOT 3KCHEPTY ONPENCIUTHCS C  TPHHATHEM
MPaBUJIBHOTO PEIICHHS [0 paccMaTpuBacMbIM MepaM oOecIeueHus
6e3omacHocTy. [IpenMyIecTBOM 3KCIEPTHOTO HOAXOAA SBIAETCS THOKOCTh
U BBICOKMI D3KCHEPTHBIM YpOBEHb MNPUHATHIX pewmeHuid. HepocraTox
3aKJTIOYaeTCsl B TOM, YTO TOYHOCTh OLICHKHM 3aBHUCHT OT KBalH(ukarmu
skcriepToB. Kpome Toro, Takoil moAaxox HE MO3BOJSET peanu3oBaTh
HENpPEPHIBHYIO 00BEKTUBHYIO OIICHKY.

2. CraTUCTHYECKHA. JanubIit MOJXO0N NpEearnoaraet
ompejeneHue mokasarens 3(p(eKTHBHOCTH Ha OCHOBE CTATUCTHYCCKHX
naHHblX. Kak npaBwio, oneHka OS(QQGEKTHBHOCTH BBIYMCISETCS C
HCTIONB30BaHUEM CTATUCTUYECKHX MeEp, HampuMmep, TaKuX Kak CpegHee,
CPeIHEeKBaIpaTUYHOE OTKJIOHEHHE, KOd(P(UIMEHT Koppemsuuu, Jis
CpaBHEHMsI pacueTHBIX U U3MEpPEHHbIX 3HaueHuil. Hanpumep, B ctatbe [17]
NPEACTABICHA METOJWKAa OLEHKH S()(EKTHBHOCTH CHCTEMBI 3allUTHI,
OCHOBaHHas Ha CTOXacCTHYECKOM MPEACTABICHUHM  JECTPYKTUBHBIX
BO3/ICHCTBHUI M TIpoliecca JUKBUIANNN HX rociencTBuil. [IpenmymniecTBom
JTAHHOTO TOAXOAA SIBJISETCS BBICOKAast TOYHOCTh OLECHKH 3((EKTUBHOCTH B
YCIIOBUSIX HEXBaTKH JAHHBIX O TEKYIIEM COCTOSHUM HH()OPMalMOHHOH
nHdpactpykrypsl. Heocrarkom sIBIISIeTCSl TO, YTO TOYHOCTh MOJYYEHHOU
OLIEHKH HAIpsSIMYI0 3aBUCHT OT 00beMa HMEIOLIUXCSI IaHHBIX.

3.  BepoATHOCTHBIN. JanHbIit MOJXO0 NPEAIoJaraet
HCTIOJBb30BaHUE BEPOSITHOCTHBIX Mojeneil m KpurepueB. B psge ciydaes
3aJal0TCcAd AMANa30Hbl 3HAUYEHHH C OIpPEAeICHHBIMH BEPOSTHOCTAMHU HX
Hactymenus. Hampumep, B uccrnenoBanuu [18] mpeacraBieHa MoJenb
OIICHKHA TOKa3zaresds J(PQPEKTHBHOCTH oOOecIedeHus WHPOPMAIUOHHON
6e3omacHocTH, 6a3upyomascs Ha UCIOJIb30BAaHIH ONEPALlMOHHOTO METO/Ia
npeoOpa3oBanust Jlarmuiaca M YMCICHHOTO METOJA PELICHHS CHUCTEMBI
JMHEHHBIX anrebpandeckux ypaBHeHHMH meronoMm [mBenca. B paGore [19]
IIOCTPOEHa  METOAMKA  OLICHMBAHUS  PE3yJbTaTMBHOCTH  CHCTEMBI
oOHapykeHus1 Be0-09KI0pOB, OCHOBaHHASI HA pacueTe TPEeX TPYIIT YaCTHBIX
MOKa3aTeNel, XapaKTepH3YIOIIMX IEHCTBEHHOCTb, PECYpPCOEMKOCTh U
ONIEPaTHBHOCTh PAabOTHI CHCTEMBI OOHAPY)KEHHS, a TAKKE BBIYHCICHUU
00001IeHHOTO TIOKa3aTeNst pe3yidbTaTUBHOCTH. B  wuccnemoBanmm [20]
MPEACTABICHA METOJUKA OICHUBAHUS BEPOATHOCTH OE30TKAa3HOW PabOTHI
CHCTEM 3alUTBl MHGOPMAIMK OT HECAHKIMOHMPOBAHHOTO AOCTyHa IpHU
obecrieueHnn  KoH(UAEHIMAIbHOCTH WH(pOpManuu Ha 0Oaze MeToxaa
SKBUBAJICHTHBIX CXeM. [IperMMylIecTBO AaHHOTO MOJXO0Ja 3aKJII0YacTcs
B HU3KOI BEPOSTHOCTH OLIMOOK, CBS3aHHBIX C CyOBEKTHBHBIMU OLICHKAMH.
HenocratkoM siBIsSIeTCS TO, YTO BEPOSTHOCTHBIE MOJAEIH MOTYT YCTapeTh
W repectatb  OBITH  aKTyalbHBIMH B pe3yjbTaTe  W3MEHEHHH
nH(pOpMaMOHHON HHPPACTPYKTYPHI U CUCTEM 3aIIUTHI.



4. HeiipoceteBoid. JlaHHBIH MOAXOM TMpeAroiaracT oOydeHue
BBIYHMCINTEIPHON MOJAENN MAIIMHHOTO OOydYeHHs Ha HaOope IaHHBIX,
coJeprkamieM HH(GOpManuio 0 mapaMeTpax 00beKTa 3alIUThI, JeHCTBYIOIINX
yrpo3ax 0e30ImacHOCTH M KOH(HIypaluu CHCTEMBI 3alMTHl. B pesynprare
oOydeHUsT Ha OJTalne »JSKCIUTyaTallud HeHpoceTeBas MOAENb MOXKET
NPUHAMATh PEIICHHS O BHIOOpPE ONTHMAIBHON KOH(UIYpalMH CPEICTB
3amuThl uHGopMmanmu. Hanpumep, B pabortax [21, 22] npexacrasieH
ITOPUTM MOJEJIH OLEHKH 3aIIUIIEHHOCTH WH()OpMaMOHHOH CUCTEMBI Ha
ocHoBe Heipocetu. [yt 00y4deHUs: HEHPOCETH HCIOJIb3YETCsl ajJrOpHTM
00paTHOTO pacmpocTpaHeHuss OmHUOKU. [IpeMMyIIecTBO HeHpoceTeBOro
MOJX0/Ma  3aKJIIOYaeTcss B  BO3MOXKHOCTH  OOHApy)X€HHS  CKPBITBIX
3aKOHOMEpHOCTel B JMaHHBIX. HemocraTkoM SBISeTCS TO, YTO TOYHOCTh
oueHKH A(P(EKTUBHOCTH CPEACTB 3allUThl HANPSAMYIO 3aBHCHUT OT
oOydatomiero Habopa JaHHBIX, B PE3YNbTaTe YETO TAKOE PELICHHE TpedyeT
3HAYUTEJIbHBIX BPEMECHHBIX 3aTpaT Ha BHEJPEHHE U KalnOPOBKY.

5. Ha ocHoBe HeueTKOM JNOrvku. JlaHHBIA MOAXOJ MPEANONaraeT
NPUMCHEHNE ammapara HEYeTKOM JIOTMKM I OIHCAHWS TEKYIIEro
COCTOSTHHSI OOBEKTa 3alluThl, CUCTEMbl oOecreueHHs: WH(GOPMAIMOHHON
0e30MacHOCTH u JIEHCTBYIOIIUX KHOepyrpos. B YCIIOBUAX
HEOIPEIeIEHHOCTH JUHAMUYECKH MEHSIONHECsS MapaMeTphl OMUCHIBAIOTCS
B BHIEC HEYETKUX [MEPEMEHHBIX, TaKKe Ompeaeisercs (QyHKIUI
npuHaanexxHoctd. Hampumep, B uccnenoBanuu [23] i OLEHKH yPOBHSA
3alIUIICHHOCTH HCIIOJNB30BaH amlmapar HEYeTKOW JIOTHKU, a ISl OIEHKH
CTOMKOCTH D3JIEMEHTOB 3allUThl BBEACHBI M HCIIOJIH30BAHBI HEUCTKHE
NIepEeMEHHbIE «BEPOSITHOCTb TOSIBIICHUS YIPO3bl», «BEJIMYMHA YymiepOay,
«cTereHb CcompoTuBIsieMocTH». B paborax [24, 25] mnpencraieHb!
MOXO)KUE  METOJUKH  OLEHKH A(P(PEKTUBHOCTH CHUCTEMBl  3aIIUTHI
pacIpeseneHHbIX HOPMAIIMOHHBIX CHUCTEM, Oazupyromascs Ha HEYeTKOH
OPOAYKIMOHHOM  CHUCTeM€ €  YCTAHOBIEHHBIMM B  pe3ylbTare
9KCIIEPUMEHTOB ONTHUMAIBHBIMU MapaMEeTpaMd U aITOPUTMOM HEYETKOTO
BbIBOZA. IIpenMyIecTBO TaHHOTO MOAX0/a 3aKII0YAaeTCsl B TOM, YTO OH HE
TpeOyeT HaTUIHs TOYHOW M TOJHOW MHpopMaruu. HemoctaTkoM sBIsIETCS
TO, YTO [UII BBICOKOH TOYHOCTH OHEHKH 3((GEKTUBHOCTH 3allUThI
HEOOXOANMO TPEBAPUTENBHO C MPHUBICYCHUEM 3KCIEPTOB IOJITOTOBHTH
6a3y 3HaHHH, ONPENEeITNB TEPM-MHOXKECTBA U JUATIA30HbI.

6. KomOmHHMpOBaHHBIN. IIpeanonaraercs HCHOJIb30BAHUE
aHcaMONs ~ PasiIM4YHBIX  9BPUCTUK M QITOPUTMOB UL OLIGHKH
3 PEKTUBHOCTH KOHPUTI'YPALH CHCTEMBI 3aIIUTHl U IOMCKA ONTHMAJIEHOTO
pemenus. B pane cioydaeB Ansd  pelIeHHs  3aJjauyd  ONTUMH3AIUU
MPUMEHSIOTCS OMOMHCTINPUPOBAaHHBIE METOIBL. Hanpumep, B
ucclieoBaHuM [26] TpUMEHseTCsl TeHETHMYECKUW aluroputM Hjsl BbIOopa



ONTHMAJIBHON KOH(UIypallMu CHUCTEMBI 3alIUThl MHGOPMAIUU C YIETOM
N3MEHSIOMNXCS YCIOBUH CPEAbl, YPOBHA Npo(decCHOHANbHON MOATOTOBKU
pabOTHUKOB, KOJIWYECTBA OTKAa30B B paboOTe OOOPYHOBaHHSI W CKOPOCTH
pa3BUTHA KOMIBIOTEpHOH aTaku. B paborte [27] aBTOpHI HCCIEOYIOT
NPUMEHUMOCTh ~ THOPHIHOTO  MOAXOAa K  OINEPATUBHOM  OIGHKE
3alIMINEHHOCTH  KPUTHYECKH  BAXHBIX  PECYpCOB,  COYETAOLIECTO
TpaIMLUUOHHbIE MeToAbl QuibTpamuu KaiMaHa ¢ BO3MOXXHOCTSIMH
HCKYCCTBEHHBIX HelpoceTel. [IpenmyiecTBo KOMOMHUPOBAHHOTO TOAX0/a
3aKJro4yaeTcst B ero ruokoctu. HenocTaTkoM sIBIIS€TCS BHICOKAs CIIOKHOCTh
BBIYHMCIICHUH U 110100pa MapaMeTpoB ajlropuTMa NpH OoNbIIMX o0beMax
aHAJIM3UPYEMBIX JAHHBIX.

7. TpadoBelii (C HCHONB30BAHUEM METOJIOB Teopuu rpados).
JlaHHBIN TOAXOJ  IpendmoJyiaracT —IMpeJCTaBlIeHHEe HMH(OPMALMOHHON
HHPpPaCTPYKTYpel B BHAe Tpada, rae y316l (BepmmHB) Trpada
MPEACTABISIIOT  COOOW  KOMIIOHEHTBI CHCTEMBI (HAIpHMEp, CEpBEpHI,
YCTpOMCTBa, MpoLecchl), a pedpa rpada MpeacTaBiIsioT COO0H CBSI3U MEXIY
STHMH KOMIIOHEHTaMH (HallpuMep, CETEBbIE COCIMHEHHS, 3aBHCHMOCTH
MEXAY  HpOrpaMMHBIMH  MOAYJsIMH).  MaremaTtndeckass — MOJEINb,
npejACTaBleHHass B BHIe Habopa rpadoB, MO3BOJSIET ONUCHIBATE U
aHaJIM3MPOBAaTh CUCTEMbl M JIBW)KEHHE WH()OPMAIMOHHBIX aKTHBOB U
MOTOKOB TPENNPUITUS, HMX B3AaUMOBIHSHHUS C 1I€JbI0  BBIIBICHUS
MOTEHLUAJBHBIX yIpo3 HWHQOPMAIMOHHON 0€30MacHOCTH U OLCHKH
3G (PEKTUBHOCTH CIIPOCKTUPOBAHHON CHUCTEMBI 3alUThl WH(OPMALIUH.
Hampumep, B wuccnemoBanuu [28] mnpexacraBieH MNOAXOA K OLIEHKE
a¢dexTHBHOCTH oOecredeHrss NH(POPMAITMOHHON 0€30IT1acCHOCTH Ha OCHOBE
MOCTPOEHHUS W aHalIM3a JAepeBa aTak, COCTOSIIEM W3 HpPOrpaMMHO-
TEXHUYECKHX aTak (HampaBJICHHBIX Ha OOBEKTh HMH()OPMALMOHHOM
nHQPacTpyKTypsl) W COLMOMH)KEHEPHBIX aTak (HampaBIEeHHBIX Ha
CaHKLIMOHMPOBAHHBIX TNosb30Bareneil). B pabore [29] mpexacraBiena
JUHAMHUYECKash CHUCTEMa 3alllUThl, COCTOAIIAs M3 B3aMMOJCHCTBYIOIINX
MOJICUCTEM OOecIeueHNsT 0E€30IIacCHOCTH, TOANCPKUBAIOLINX BO3MOXKHOCTh
TIEPEKITIOYCHNST KOMIIOHEHTOB BHYTPH OJHOW TOACUCTeMBI. B ctatbe [30]
pPAacCMOTPEH METOA MOBBIMIEHHSI 3((EKTUBHOCTH YIPABICHUS 3aLIUTOH, B
OCHOBE KOTOPOTO JISKHT BBIYHCIEHHE KOMIUIEKCHOTO IIOKa3aTels
3alIMINEHHOCTH, a TaKkXke IOCTpOoeHHe rpada  3alUIICHHOCTH,
YUHUTBHIBAIOIIETO PEATbHYI0 CTPYKTYPY KOMIIBIOTEPHOH CETH M CHUCTEMBI
3amuThl HHpopManuu. [IpenmyiecTBo rpaoBoro noaxo/a 3aKkiro4aeTcs B
TOM, YTO OH MO3BOJISIET NPE/ICTABUTH CIOKHYIO CETEBYIO HHPPACTPYKTYPY B
BUJIe HAIJIAHOW MOZEJH, YTO YNPOINAET MOHMMaHHE TOMOJOTUH CETH U
cBsi3eil ee aeMeHTOB. HenocTaTKoM SIBIISIETCSt TO, YTO TOYHOCTH OLEHKU
3aIIMIIEHHOCTH TIPH HMCIOJB30BaHUM JaHHOTO IOJXO0Ja OIpeNelsieTcs



HETIPOTHBOPEYMBOCTEI0O M KAdeCTBOM BXOAHBIX JAaHHBIX, KOTOpHIC
WCTIONB3YIOTCS ISl TOCTpOeHWs rpada, a Takke Heo0X0AUMOCTHIO
CHEeNHaTbHBIX aJTOPUTMOB OOpabOTKM 3HAHUH, NPEJCTaBICHHBIX B BHJE
rpados.

8.  Ha ocHOBe MOnenupoBaHHS COCTOSHHHA cCHCTeMBI. JlaHHBIH
MOXO/ TIO3BOJISIET AHAIM3MPOBATH IIOCIEAOBATEIHLHOCTh COOBITHI U
BEPOSITHOCTH  IIEPEXOJIOB MEXJY COCTOSHHMSMH O€30MacHOCTH, YTO
TIOMOTaeT OLUEHUTh d(P(PEKTUBHOCTH MEP 3aIIUTHI U BBIABUTH ClIadble MeCTa.
3amuiaemMyr0 MHOOPMAILMOHHYI0 HHPPACTPYKTYPY MOXKHO IPEICTaBHTh
KaK CHCTEMY, HaXOJSIIyIOCS B pa3IMYHBIX COCTOSHMSX (Hampumep,
«GallUIeHa», «aTaKOBaHa», «CKOMIIPOMETHPOBAHA», «BOCCTAHOBJIECHAY).
Hampumep, B uccnenoranuu [31] npeacraBiena MmareMaTuyeckas MoJieib, B
OCHOBY KOTOpOW moJiokeH ammapar cered Iletpu-MapkoBa, mosydeHsl
AQHATTUTHYCCKIE COOTHOIICHHUS [UIS pacdueTa MPeIoKeHHOTO ToKa3aTelsl Ha
ImpUMepe KU3HEHHOTO IMKJIA BXOMISIIMX JJICKTPOHHBIX TOKYMEHTOB C
y4eTOM BpPEMCHH BHINIONHEHHSI THIOBBIX Mporenyp W (QYHKOHH UX
00pabOTKH, BpPEMEHH peajH3allid YIpo3, a TakkKe NPUMCHEHUS Mep
3ammTel. B pabore [32] mis BeIOOpa ONTHMAaNBHOTO HaboOpa CpeAcTB
3alIUTHl OT KOMITBIOTEPHBIX aTaK HCIHOJIB30BAaH AamlapaT IMOTJIOIMIAOIINX
ueneid MapkoBa. Pemraemass 3amada Obula CBeleHA K MaKCUMH3AIUU
CpPeIHero BpPEMEHH JIO0 OTKa3a OEe30MacHOCTH IPH OrpaHUYCHHSX Ha
CTOMMOCTh Habopa 3alUTHBIX MEXaHHW3MOB. IlpemmyIlnecTBo JaHHOTO
MOJIX0/1a 3aKJII0YaeTcs B TOM, YTO OH IO3BOJSET paboTaTh C Tpaccou
COCTOSIHUH CHCTEMBI U OIICHUBATh 3PPEKTHBHOCTH 3alIUTHI B ICPCICKTHBE.
HepmocratkoMm sBisieTcss TO, 4YTO MOAXOA IIOAPA3yMEBaeT VIIPOIICHHE
peabHON CHCTEMEBI, B PE3YJIbTaTe Yero He Bce (haKTOPHI, BIMSIONIUE HA €€
0€3011aCHOCTh, YUUTHIBAIOTCSL.

PesynbraThl aHanmu3a MojaxoJ0B K OLEHKE 3(P(PEKTUBHOCTH CHCTEM
obecrnieuennst MHYOPMALMOHHOM 0E30IIaCHOCTH MTpeICTaBJICHbI B Ta0uuie 1.

Takum oOpa3om, B pe3yibpTaTe aHalNW3a HM3BECTHBIX IOIXOIOB K
orneHKe  AI(PGEKTUBHOCTH  CHCTeM  obecredeHus  HHPOPMAITHOHHOMN
0€30ITacCHOCTH MOJKHO CJENIaTh BBIBOJ, YTO OOJBIIMHCTBO PAaCCMOTPEHHBIX
pemeHUH TpeOYIOT HAIWYMS TOYHBIX HMCXOTHBIX JAaHHBIX 00 OOBEKTe
3aIIUTHI, AEUCTBYIONINX Yrpo3ax 0e30MacHOCTH M JOCTYIHBIX MEXaHH3Max
3ammTel. OpHako, B OBICTPOMEHSIOIIMXCS YCIOBHSX YMHOTO TOpoja
UCXOJIHbIE JaHHBIE OBICTPO TEPSIOT CBOIO AKTYalIbHOCTh M IEPECTAIOT
oTpaxxaTh (PaKTHYECKOE COCTOSIHME CHCTeMBl. B Takux ycioBusx Hauboiee
MIEPCIIEKTUBHBIMU SIBJISIFOTCS PEIICHHUs], 0a3UpYIOIINecs Ha MaTEMaTHYEeCKUX
MOJIETISIX, XapaKTEePU3YIOMINX IMHAMUKY W3MEHEHHH Kak OOBEKTa 3allHThl,
TaK ¥ ACHCTBYIOLINX YIpO3.



3QIIHUTHI, ASHCTBYOIINX
yrposax 6e30macHOCTH 1
KOH(UTYpALHU CHCTEMBI
3aIIHTHI
TIpumenenne anmapata
HEYCTKO} JTOTUKH JJIst

0OHAPYKEHUS CKPBITHIX

SHKOHOMCPHOCTeﬁ B
JIAHHBIX

Tabnuna 1. Pe3ynpraTel aHaM3a MoIxo10B
Ioaxon OcobenHocTH IIpenmymecTsa HenocraTtku
N TOYHOCTB OICHKH
T'u6KOCTh M BBICOKHIT
o Hcnonb30BaHue OMbITa U o 3aBHCHUT OT
DKCTepTHBIH . JKCIEPTHBII ypPOBEHb
3HaHUIl SKCIIEPTOB o KBaH(pUKAIHH
TIPUHSATHIX PEHICHUH
OKCIEPTOB
BrIcOKast TOUHOCTH
OIeHKH 3 HEKTHUBHOCTH
Onpez{enel{ne ToKasaTes B YCJIOBHUSX HEXBATKHA TounocTh OLCHKH
CrarucTnyeckuit 3} peKTHBHOCTH Ha OCHOBE JIAHHBIX O TEKyIIeM 3aBHCHT OT 00beMa
CTAaTUCTHYCCKHUX JJAaHHBIX COCTOSTHUH HMCIOIIUXCA TaHHBIX
HHPOPMALMOHHOM
HH(PACTPYKTYpHI
Huskas BeposiTHOCTH
Hcnonb3oBanne Puck ycrapeBanus
o o OHI]/I60](, CBA3AHHBIX C o
BepOHTHOCTHLH/I BEPOSTHOCTHBIX MOJCIICH U BEPOATHOCTHOU
CyOBCKTHBHBIMU
KpHTEpHEB MoJIeNH
OIICHKAMH
OO0y4eHne MoeNnu Ha
Habope JJaHHBIX,
coaepxaiieM HHGopManuo Bo3MoxHOCTE
. . 0 mapaMeTpax oobeKTa
Heiipocerepoii

BpeMeHHbIE 3aTpaThl
Ha BHEJIPEHHE U
KanuOpoBKy

HelipoceTeBoi Mojienu

Ha ocHoBe HeueTko#

ONHMCaHUs TEKYLICTO

HeobxoauMocTs
MPHBJICYCHUS
COCTOSIHHS 00BEKTa He tpebyer nannuus 9KCIIEPTOB sl
TOMIKH 3alUThI, CUCTEMBI TOYHOM U MOJIHOM MOJTOTOBKH 0a3bl
obecrieyeHus uHpOpMaLUU 3HAHMIA, OnpeneNIeHus
MH(OPMAIIMOHHOM TEPM-MHOKECTB 1
6e30macHOCTH U JIMANa30HOB
JICHCTBYIONIMX KHOSPYIpo3
Hcnonb3oBanne aHcaMOIst BbIcoKas CI0XKHOCTh
Pa3IUYHBIX YBPHCTUK H BBIYHCIICHUH 1
AJITOPHTMOB JIIsl OLICHKU noa6opa napaMeTpoB
KomOunnpoBaHHSIi b dexTuBHOCTH T'ubkocts anropuT™Ma mpu
KOH(HUIYpaIly CHCTEMBI GoubIuX 00BbeMax
3aIHUTHI U TOUCKA AQHATIM3HPYEMBIX
ONTHMAJILHOTO PEICHHUS JIAHHBIX
IIpencraBienne
HHPOPMAIIMOHHON Heobxoanmocth
UHPPACTPYKTYPHI B BUIAE N HCHOJIb30BaHUS
bpactpyxryp IpencraBnenue CI0KHOIM
rpada, rae y3isl rpada cerenoit CIelHMaIbHBIX
I'pacossrit TIPE/ICTABISIOT COOOM aIrOpUTMOB
HHPPACTPYKTYpPHI B BUIE N
KOMIIOHEHTbI CHCTEMBI, a N 00pabOoTKN 3HAHUH,
HarJsHoO# Mojenn
pebpa rpada npencTaBIAIOT NPE/ICTaBJICHHBIX B
c000if CBA3M MeXIy STHMH Buae rpados
KOMITOHEHTaMH
Ananus
oC/Ie10BaTeIbHOCTH Pabota ¢ Tpaccoit
Ha ocnose o
COOBITHIT H BEPOSITHOCTH
MOJICTTUPOBAHUS
COCTOSIHUI CHCTEMBI

TICPEXOJ0B MCKIY

COCTOSIHUAMH
6e301acHOCTH

COCTOSIHUN CHCTEMBI H
oneHka 3G heKTHBHOCTH

3alIUThI B IIEPCIIEKTUBE

VYupormenue peaabHOR
CHCTEMBbI




[Ipumenenne MeTomoB Teopuu TpadoB H Iieneit MapkoBa s
ONHMCAHUSI COCTOSHMA OOBEKTa 3allUTBl W CHCTEMBI OOECIICUCHHUS
nH()OPMAMOHHONW 0€30MacCHOCTH OTPaHWICHO HEOOXOJMMOCTBHIO BBOJIA B
peanbHyl0 CHCTEMY JOMOJHHUTEIBHOTO IMapaMeTpa — BPEMEHHOIO Jiara
MEXAYy MOMEHTOM, KOTJa JEHCTBHE OCYLIECTBISETCS, 1 MOMEHTOM, KOTAa
HaOmomaercss ero d3¢ddekr. VYuuTheBas CcKazaHHOE, IS OLEHKH
(G (QEKTUBHOCTH 3alllUTHl NpeaiaraeTcs pa3paboTaTh JAWHAMHUYECKYIO
MoJenb 0e3 BpPEeMEHHBIX 3a/epXKeK, Ha BXOJA KOTOPOW TOjaeTcs
MUHUMaJbHBIA 00BbEM JaHHBIX. B pamkax ucciiefoBaHUs TpelyiaraeTcs
CBECTH 3ajJjauy OIICHKHA 3PPEKTHBHOCTU OOCCredYeHUsT HH(POPMAIMOHHON
0€301acHOCTH B CUCTEMax YMHOI'O TOpoJia K 3ajia4ye IMOMCKa ONTHMAIILHOTO
peLIeHus! ITpY OrPaHUuEHHOM BBIOOpE MEXaHM3MOB 3allHTHI.

3. lnuHamMu4yecKast MoJeJIb KOHKYPEeHIHH. Y UUTHIBast 0COOCHHOCTH
CHCTEM YMHOTO TOpOfa, a TaKKe HaJIWYNe B CETH [BYX THIIOB Y3JIOB
(ISTUTUMHBIX Y3JI0B W Y3JIOB-HApYIIHUTENEH), Mpeanaraercs IMpOBECTH
AHAJIOTHIO C HEIMHEHHBIMH JUHAMHYECKHMH MOJCIISIMH B3aMMOICHCTBHS
IIBYX KOHKYPUPYIOUIMX BHIOB, NPUMEHSAEMbBIX B OKOJOTMH W JAPYTUX
CMEXHBIX 00J1aCTsIX HAyKH.

TpaauuuoHHBIE PUPOAONIOA00HBIE MOJIENU (MOJEIH KOHKYPEHIIMU
BUIOB)  0€3  BpPEMEHHBIX  3aJepKeK  COCTOSAT M3  CHUCTEMbI
i depeHnnanbHbIX ypaBHEHUH, XapaKTepPU3YIOUUX MOMYJSIHI0 BUAOB B
KaXJplid MOMeHT BpeMeHH [33, 34]. Kiaccuueckass MOJielib KOHKYPEHITHH,
npemioxxkeHHas A.Jlotkoit u B.Boxpreppoit [35], onmcheiBaeTcss cucTeMoit
nmudepeHIraIbHbIX ypaBHeHUH Bra (1):

O By
e : (M)
2t = Gx =7y

Ie X U Yy — 3aBUCUMOCTU OT BpPEMEHU t , KOTOpBIE XapaKTEePU3YIOT
COOTBETCTBEHHO, KOJIMYECTBA BUIOB JKEPTB U XHIHUKOB, Ol — BEPOSTHOCTh
TOT0, YTO KEPTBBI PA3MHOXKATCS; Y — BEPOSITHOCTb TOT'0, YTO XUIHUK YMPET
OT ronofa; 3 — BEpOATHOCTH TOTO, YTO JKEPTBA OYAET ChelleHa XHUIIHUKOM;
8 — BEpOATHOCTb TOTO, YTO XHINHUKY XBaTHT €Abl Ha JaibHeimee
Pa3MHOXEHHE.

Kak mnpaBuno, and pemeHHs NPUKIAIHBIX 33434 IPUMEHSIOTCA
MOIU(UKAIMK KIACCHIECKOM MOJENHN «XHIMHUK-KEepTBa». Pacmupenne
BO3MOKHOCTEH KITaCCHUECKOW MOJAETH «XHIHUK-KEPTBa» OCYIIECTBISIECTCS
nyTeM J00aBieHHs OrpaHMYEHHH Ha KOJIMYECTBO PECYPCOB IS KEPTB,
yueTa BIHSHUS OKpYXKAIOUIeH cpelpl, CO3AaHUS IPOCTPAHCTBEHHOU



CTPYKTYPBI, a TakXe 3a CYeT BBOJAa HECKOJNBKHX BHJIOB JKEPTB U
xunTHUKOB [36 — 38]. Tak, pacmmpeHHbIE MOJETH KOHKYPEHIIMH YCHEITHO
MIPUMEHSIOTCS B OKOJIOTHM M MeaunuHe. Hanmpumep, B ncciemoBanuu [39]
paccMOTpeHa BO3MOKHOCTh NPHMEHEHHS] MOAETH «XHITHHUK-XEePTBa» IS
MOJICIIPOBAHMSI TIPOILIECCOB, CBA3AHHBIX C OYHCTKOW CTOYHBIX BOM, T/E
3arps3HATENF BCTYNAET B KAa4ECTBE KEPTBHI, a OMOIIOTHYECKH AKTUBHBIN
ui— B poiu xuiHuka. B uccnenosanuu [40] npeacraBieHa MeIULIMHCKAS
MOJCIb HMMMYHHOW pEaklMd, B paMKaX KOTOPOHl  OIMHUCHIBACTCS
B3aMMO}1€ﬁCTBMe MCXKIAY QaQHTUICHOM W aHTUTCIIOM. TaK)Ke, MOJCIIb
KOHKYPEHIUH TMPUMCHACTCA B KOMIIBIOTCPHBIX HayKax [Jid OIMMCaHUA
JUHAMHUKHU BSaHMOJIGﬁCTBHH MEXKIY Ppa3JIMYHBIMU y3J1aMHU B KOMHb}OTepHOﬁ
ceTH, JUIi MOJCIMPOBAHUS MPOIECCOB, Ooprommxcs 3a o0agaHue
pecypcamu (HampuMep, HECKOJBKO MPOIECCOB MOTYT KOHKYpHUPOBAaTh 3a
MPOIIECCOpPHOE BpeMs WM 3a TMaMATh), a TaKkKe B CICHAPHAX
WHPOPMAMOHHOW O€30MacHOCTH, TAE B POJH JKEPTBBHI BEICTYIIAeT
CLEHapuil MHLUMIEHTA, a B POJIM XUIIHHKA — 3alIUTHBIA MexaHu3Mm [41].
Takum 00pazoM, YYUTHIBas UMCIOLIMIICS YCICIIHBI ONBIT MPUMCHEHUS
Mozenell KOHKYPCHIMHM B pPa3MYHBIX OONACTIX, B TOM YHCIE B
KOMIIBIOTEPHBIX HayKax, Npejaractcd NMpuMEHUTHL MOACIb KOHKYPCHIIUN
0e3 BpPEMEHHBIX 3aJICPXKEK Uil ONMMCAHHS B3aMMOJCHCTBHSI KOMIIOHCHTOB
CHUCTEM YMHOTO TOpoja M TIIOCIEAYIoIIeH OUEHKH 3(PPEKTUBHOCTH
MIPUMEHACMBIX 3alUTHBIX MCXaHU3MOB.

Pacmupenne MCXOQHOW MOJENd W J00ABJICHHE OTOTHUTEIHHBIX
(akTOpOB W 3aKOHOMEPHOCTEW, OIMCHIBAEMBIX SBHBIMH ()YHKIHSAMH,
MO3BOJIMT TIOJIHO OTPAa3UTh JAMHAMHKY CHCTEMBI YMHOTO I'OpOJa C Y4eTOM
HAIMYAS B HEH HECKOJNBKUX KOHKYPHPYIOIIMX BHIOB. B KauectBe
KOHKYPUPYIOIIUX BHIIOB BBICTYMAIOT JICTUTHMHBIC Y316l U y3JIbI-
HapymuTend. [Ipy pacIIUpeHUN HCXOIHON MOIETH TaKKe HEoO0XOIUMO
YYUTBIBaTh, 4YTO WH(POpPMAUOHHAS WHQPPACTPYKTypa YMHOTO Topojaa
XapakTepU3yeTcsl pa3HBIM YpPOBHEM 3aIlMIIEHHOCTH Y310B. B pamxax
OJHOM KOMIIBIOTEPHON CETH MOTYT B3aMMOJEUCTBOBATh KaK OCHAIIIEHHbIE
MEPEZOBBIMA CPEICTBAMH 3aIIHUTHI [IEHTPAIBHBIC CepPBEPHI M 0a3bl NaHHBIX,
Tak W cnabo 3aluIeHHBIE YCTPOWCTBA W JaTdyuku VIHTepHeTa Bemiei
YMHOTO TOpOJa W CHUCTEM TOPOJCKOTO XO03sHcTBa. [IposkcruryatnpoBaB
ys3BumoctH [10 crabo 3amuIIeHHBIX YCTPOHCTB, 370YMBIIIIIEHHUK MOXET
co3nath OOTHET, KOTOpBIA OyJEeT WCHOJB30BaH I  peau3alud
KOMIBIOTEPHBIX aTaK, HAMPaBICHHBIX HAa BBIBOJ U3 CTPOS IIEHTPATBHBIX
CEPBEPOB M MArMCTPAIBLHOTO CETEBOTO OOOPYIOBAaHUS, pPeaHM3allid aTaku
OOJIBIIMHCTBA HA CHUCTEMBI PACIPEACICHHOIO peecTpa W T.O. YUHUThIBas
OCOOCHHOCTH CHCTEM YMHOT'O Topojia U HauboJice BEPOSTHBIC CIICHAPUU
peanu3aii KOMIIBIOTEPHBIX aTakK, MpH pPa3pabOTKe MOJEIH OICHKH



s pexTruBHOCTH obecrieueHHst MHPOPMAITMOHHOU 0e30MacHOCTH
OIIpe/IeNIeHBI CICAYIOLINE OHTHSL:

—  xumHEK (malicious, M) — yCTpOHCTBO, KOTOPOE OCYIIECTBISET
IeJIeHaIpaBlIeHHbIe KOMITBIOTEPHYIO aTaKy Ha CHCTeMY YMHOTO ToOpoja,
MapmIpyTH3allMI0 W OTHENBHBIE LeNieBble YyCTpolcTBa (ycTpoHcCTBa-
KEPTBHI);

—  keprtBa (normal, N) — ycTpOWCTBO, KOTOPOE BBIIOJHSET CBOIO
LeneBylo (QYHKIHUIO M HE OCYIIECTBISIET JECTPYKTUBHBIX BO3IEHCTBUI 1O
OTHOIIEHHIO K CHCTEME YMHOTO TOpO/Jia;

—  WHQUIMPOBaHHOE YCTPOMCTBO (zombie, Z) — «ycTpOMCTBO-
30MOM», KOTOpPOE OCYIIECTBIS€T JACCTPYKTHBHOE BO3JCHCTBHE B
OTHOIIEHHH CHUCTEMBI YMHOTO TOpOJa ¥ HaXOAWTCS IOJA YHpaBIeHHEM
3JI0YMBILIUICHHHKA;

—  BaKIHMHUPOBaHHOE yCTpoHcTBO (protected, P) — YyCTpOWCTBO,
KOTOpOE B NEPHOJ JCHCTBHUS BaKLIUHBI SBISIETCS Oojiee 3aIlMIIEHHBIM OT
aTaK 3a CYET HCIIOJIb30BAHUS JOMOTHUTEIBHBIX CPECTB 3aLUTEL;

—  BBIBeIEHHOE U3 cTposi ycrpoicTBo (broken, B) — ycTpoiicTBo,
HECIoCOOHOE B MOJIHOM Mepe BBINOJIHATH 1IeJeBYI0 (QYHKIUIO (B TEPMHHAX
KJIACCUYECKON MOJIETIH — MEPTBas KEPTBA).

Bce MHOXECTBO YCTPOWCTB CHCTEMBI YMHOTO FOpO/ia MPECTaBICHO
B BHJC COBOKYIMHOCTH IsITW KiaccoB: M (malicious) u Z (zombie) —
xuiiHuky, N (normal), P (protected) u B (broken) — sxepTBbl (pUcyHOK 1).

TpagvunoHHas Moaesb PaclmpeHHas mogenb KOHKypeHumu Ans
KOHKYpeHLum CcUCTeEM yMHOTO ropoga

, =

e R\
XULWHMKN >KeptBbl M z N B .
N\ J

Puc. 1. Knaccsl ycTpoHCTB CHCTEMBI YMHOI'O FOpoJa

G

VYerpoiictBa knaccoB N M P yCHEIIHO BBIIOJHAIOT LEJIEBYIO
(YHKIMIO, IPU 3TOM YCTPOMCTBa Kiacca P 001ajgaroT JONOJIHUTEIbHBIMU
MEeXaHU3MaMH  3alUThl  OT  KOMIIBIOTEPHBIX  aTak  (SBJIAIOTCS
BaKLIMHUPOBAHHBIMU). Y CTPONCTBA KJ1acca B BBIBEJCHBI U3 CTPOS, IPU ITOM
OHHU HE MPEACTABISIOT YIPO3bl ISl APYTHX YCTPOMCTB U MOTYT OBITH JIMOO
BOCCTAaHOBJICHBI B Kiacc NN, MO0 cO BpeMeHeM IepelTH B cocrosiHue D.
VYcerpoiictBa kimacca M HaxomsTcs MO IPSIMBIM - yIIpaBJICHHEM
3JI0yMBIIIJICHHUKOB, PEAIN3YIOT KOMIIBIOTEPHBIE AaTaKH M CTPEMSTCS



IepEeBECTH YCTPOICTBA U3 KiaccoB P u N B kiaccel Z U B B 3aBUCUMOCTH OT
meseit 1 MOTHBOB. Y CTPOMCTBA Kitacca Z SBISIOTCS 30MOM, OHU PEaTn3yIoT
KOMIIBIOTEPHBIE aTaKU Ha YCTPONCTBA KJIacCcoB N U P, cTpeMsCh NEPEBECTH
UX B KJacc B, mpm 3TOM OHM MOTYT OBITh BOCCTaHOBJICHHI B Kiacc P.
CocrossHe D — TepMHHAJIBHOE COCTOSIHHE, TIPH KOTOPOM YCTPOHCTBO
BBIIIJIO U3 CTPOs. YCTPOWCTBA Kiacca B MepexonsT B 3TO COCTOSHUE, €CIU
OHM He OBUIM CBOEBPEMEHHO BOCCTAaHOBJIEHBI B Kiacc N, a ycTpo#cTBa
KiIaccoB M u Z mpu ycmemHoW paboTe 3allUTHBIX MexXaHu3MoB. Ha
pHCYHKe 2 IpejcTaBiIeHa AuarpaMma COCTOSTHUN 00BEKTOB.

Puc. 2. JlnarpamMma cocTOsTHUI 0OBEKTOB CHCTEMBI YMHOTO TOpOJia

YecrpoiicTBa kitaccoB Z U B MoryT OBbITH BOCCTaHOBIIEHBI B Kilacc N €
BEPOSITHOCTSIMU 17 U 1. Y CTpoicTBa Kinacca M WHPUIUPYIOT ycTpoicTBa N
u P ¢ BeposTHOCTAMU T4 U T,. [log Bo3nelicTBHEM yCTPONCTB U3 KitaccoB M
u Z xeprBel W3 KinaccoB N u P Moryr mepeditu B Kiacc B ¢
ko3 HHUIIHEHTAMH € U €;. Y, A, C — KOADOUITUEHTH BHIMUPAHUS YCTPOWCTB
knacca B, Z, M. YcrtpoiicTBa kiacca N CTaHOBATCS BaKUMHUPOBAHHBIMH
(mepexomsaT B Kimacc P) ¢ BEpOSATHOCTBIO [3. YCTOWYHMBOCTD K 3apaKCHHIO
(BakIMHAIUA) MPOMANacT CO CKOPOCTHIO, TPSAMO MPOMOPIMOHAIBHON
KO3 unueHTy 1. YcTpoiicTBa KiaccoB Z U M MOTYT BBIMHUPATH TOJBKO
O]l BO3JIEHCTBHEM CHCTEMBI 3aIIUTHl — «OXOTHHKay», KOTOpas HaIpIMYIO
BIMsIET Ha 3HadeHWe Kod3(pduimerToB a u ¢ . BeposTHOCTHBIE
KOX(QQUIUEHTH MOIETH OMNpPENeNAIOTCS Ha OCHOBE CTAaTHCTHYECKHUX
MAHHBIX 3a NPOIIEANINHA IIePHOA, a TaKKe B pe3yJbTaTe dSKCIEPTHOU
orenku. KoagdurmeHTs MOIeN yYKa3aHbl B Ta0OmuIe 2.



Tabmmma 2. Koadpunmentst mogenn

N P B V4 M D
N B & T,
P n & T,
B L} 22
V4 n a
M c
D

Hcxoast u3 BBeJACHHBIX OOO3HAYCHUH M MOJEIH KOHKYPEHIHH,
(dbopManbHOe OMUCaHHE COCTOSIHUM CHCTEMBI YMHOTO TOpojia M pa3sBUTHUS
KOMITEIOTEPHBIX aTaKk B HEW MOYKHO TPEJCTABUTH B BHJIE CUCTEMBI (2):

dN N
€ ngN (1 - Q—N) +NP(m—B) —eNB—1,NZ+1r,B+nrZ—myN
ap P
—==pgP (1 - —) + NP(B—n) — &,PB—1t,PZ —mpP
dt Qp
daB B
i byB (1 —Q—B) +&,NB + &,PB —1,B — B(u+ mp) . 2)
dz A
T 242 (1 —Q—Z) +t0,NZ+1PZ—1Z— aZ
aMm M(l M) "
ac =M Qu ‘

B cucreme ypaBHeHmid mapameTpsl Qy, Qp, Qp, Qz, @ OTpaxaroT
KOJIMYECTBO YCTPOWCTB, NpHUHAJuIekKalMx kinaccam N, P, B, Z, M,
cooTBeTCTBEHHO. Koapuuunentsr ng, pg, by, Zg, My XapakTepusyroT pocT
KOJIMYECTBa YCTpPOMcTB B Kkiaccax N, P, B, Z, M, cOOTBETCTBEHHO.
[MapameTpsl mp, Mg, My OTPAKAIOT BEPOSTHOCTH MPOMAaXa «OXOTHHKA
(monasaHus 1o ycTpoicTBaM u3 kiaccos P, B, N).

4. ®opmanu3anua pemaemoii 3agaun. OnpegeneHue KpUTepus
ycroiiuuBocTu. CorjacHO MNpenioKEHHOW MOJIENH, pellaeMoil 3amaueit
SIBIISICTCA MaKCHUMU3aIsl KO3 QHUINECHTOB BEIMUPAHUS UL KIaccoB M u Z,
TIPH ATOM BEPOATHOCTH IpOMaxa JOJDKHEI cTpeMuThest K Hymo (3). Kpome
TOTO, YYUTHIBAs, YTO YCTPOUCTBA Ki1acca Z MOTYT OBITH BOCCTaHOBIICHHI B
Kjacc N, OTHOCHTENBHO Kilacca Z BBeACH KOI(D(UIMEHT 7y, KOTOPBIH
HapaBHE C a, JOJDKEH CTPEMHUTHCS K MAKCHMYMY:



((mn =0
mp = 0
mg — 0
[r1—>oo' 3)

&

Jlnst oneHKH 3P GEKTUBHOCTH oOecredeHus] 0e30MacHOCTH CHCTEM
YMHOTO TOPO/ia B YCIOBUSX BO3JICHCTBHSA aKTyalbHBIX YTPO3 0€30MacCHOCTH
orpejieieHa ToYKa yCTOWYHBOCTH CHCTEMBI — Hyieall.

Wpneanom cucremsl (2) siBIIsSETCS COCTOSHHUE, IIPH KOTOPOM B MOJEIHN
MPUCYTCTBYIOT YCTpOiicTBa KiaccoB N U P, BRINOIHSIOIIKE CBOIO LIETIEBYIO
¢byHKIMIO, a ycTpolicTBa KiaccoB M, Z u B OTCYTCTBYIOT.

Touka YCTOHYHBOCTH CHCTEMBI Py(Ny, Py, By, My, Zy) =
Py(Ny, Py, 0,0, 0) noctrmxuma npu 3HaueHusix (4):

(N =y + QN(QPpgng - QpQn( — B)(ng - mN) - mepng)(T] -B) _ Qnmy
| 0 N pgngz + ngQPQN(T] - B)? Wy
{ P = QPpgng —QpQn(n — B)(Hg - mn) - mPQpTLg 4
0 Pgng + QpQn(n — B)? . ( )
[ By =0
l My=0
Zy=0

Toraa i TOCTHKEHUS! TOYKH YCTOWYMBOCTH HEOOXOIMMO PELIHTh
3a7a4y ONTUMH3ALNH HYHKIHH «OXOTHHKA» (5):

he (t)—>max. (5)

@Oyukuus he (t) umeer nunamuueckuii mapamerp @ = {@4, ..., Pr},
KOTOPBII IpeacTaBisieT co00H MccaeIyeMblid B JaHHBIH MOMEHT BpeMeHH t
Ha0Op BXOJHBIX JIAHHBIX: IAPAMETPBI CUCTEMBI YMHOT'O TOPOJIa, JOCTYITHBIE
BBIYHCIIUTENbHBIE PECYpChl, TEKYIIMH ypoBeHb yrpo3 OesomacHoctH. Ha
OCHOBE BXOJHBIX HaHHBIX {Dg, to} QyHKuMs he (t) onpenenser, Kakoi u3
3aIIMTHBIX MEXaHW3MOB JIOJDKEH OBITh BHIOpaH Ui oOecrieueHus Hanbosee
TOYHOTO U OBICTPOTO aHAJIM3a YIPO3 U PearupoOBaHuUs Ha HUX.

Kpurepriem  yCTOWYMBOCTM  3aIIMIAEMOM  CHUCTEMBI  CIIYKUT
COBOKYITHOCTb ~ ycJoBHH  (6) (CKOpPOCTb  BBIMHpPAHHS  YCTPOHCTB-
3JI0YMBIIICHHUKOB M YCTPOWCTB-30MOHM BBINIE, YeM CKOPOCTh Iepexojia
YCTPOHCTB W3 HOPMAIILHOTO COCTOSIHUS B 3apa)XKCHHOE WIIM BBIBEICHHOE M3
CTPOs,, TPH OSTOM KOJHMYECTBO JIOKHBIX CpabaThIBAHUA HE IOJDKHO
TpeBBIIATH A, IpH Qp > 01 Q7 > 0):



my <A
mp <A
mg <A
a> g
a> g,
{a> 1. (6)
a> T,
c> g
c> g
c> T
cC> T,

Takum 00pa3oM, B COOTBETCTBHU C pa3pabOTaHHOH MOJEIBIO
s exTrBHAS 3amIKUTa JOHKHA 00ECIIEYUTD BBITIOJTHEHNE CHCTEMEI (6).

5. JkcnepuMeHTalbHOE HccJdeqoBanume. Ha 0aze cereBoro
amysstopa NS-3 pa3paboTaH 3KCIEPUMEHTAIBHBIA MaKeT, BKJIFOYAIOIIUN
HMHUTALUOHHBIE MOJENN THUIOBBIX CHUCTEM YMHOIO TOpoja: CeThb
TpaHcnopTHbIX cpeacTB (cetb VANET), npoMbIlIeHHBIH HHTEpPHET Bemien
(IIoT) u cepBuc ymnpaBneHus sHepropecypcamu. Ilpu 3amycke cueHapus
MOJIb30BATENI0 HEOOXOAMMO YKa3aTb psAI TMapaMeTpoB: Tropoj, oduiee
KOJIMYECTBO Y3JI0OB B CETH, IUIOTHOCTh PACIOJOXKECHHUS IPUAOPOKHON
HHPPACTPYKTYpbI (0a30BBIX CTAHIMH, YMHBIX CBETO(OpPOB, IIMEKTPOHHBIX
tabmo, A3C ¥ T.I.) U TPAHCIOPTHBIX CPENCTB, MAKCUMAIIFHYIO CKOPOCTh
IIBIDKCHUST aBTOMOOWIICH, IPOTOKON MapIIPYTH3AIlMH CETeBOrO Tpaduka
(peaxtuBHBIT AODV wmm mpoaktuBHbiii OLSR). Tarxke HeoOXommmo
YCTaHOBHTH IapaMeTPhl MOJICIUPOBAHHS KOMITHIOTEPHBIX aTak (yKa3aB THII
aTaky, BpeMs Hauyala ¥ OKOHYaHMA aTakW, KOJUYECTBO Y3JIOB-
3JI0yMBIIIJICHHUKOB). [lasiee B 3aBUCHMOCTH OT BBIOPaHHBIX MapaMeTpoB
3aIycKaeTcsl OIpEeJeNIeHHBIN CIleHapuil MOJeNupoBaHMA, HaOIr0#aTh 3a
XOZOM MOJEIUPOBAaHUA MOXXHO C HCIOJB30BAaHHEM BH3yaJaH3aTopa
NetAnim. B mnpouecce MOIETMPOBaHMS TI'€HEPUPYIOTCS CHHTETUYECKHE
JTaHHbIE TPEX TUIIOB: IaMII CETEBOTO TpaduKa, TaOIUIBl MAPIIPYTU3AINH H
o0Imass CTaTUCTHKA O COCTOSHHM CHCTEMBl YMHOTO Topoaa (Tekymas
MPOMYCKHAsI CIIOCOOHOCTh, KOJMYECTBO JIOCTABJICHHBIX M IOTEPSIHHBIX
CETEBBIX MAKETOB U T.JI.).

Ha pucynke 3 mpenctaBiieH TNpUMEp IKCIEPHUMEHTAIBHOTO
CleHapys, B KOTOPOM 3JIOYMBIIUIEHHHK IIOCJIEIOBATEIBHO pEaTn3yeT
KOMITBIOTEpPHBIE aTakd Ha JAWHAMUYECKYI0 MapLIPYTH3aLlUI0 U CHUCTEMY
pacmpeneneHHOro peecTpa, UCIOIb3yeMble B CETH TPAHCIIOPTHBIX CPEACTB
VANET. JlaHHBIA CIigHApWid MpENIojiaraeT CeTEeBOE B3aUMOJCHCTBUE



Y3JI0B-aBTOMOOMIICH U 0OBEKTOB MPUAOPOKHON MHPPACTPYKTYPHI YMHOTO
ropoja.
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Puc. 3. MozenupoBaHue «aTaky OONBIINHCTBAY» HA pacHpeieNICHHBIH PeecTp B CETH
tpancnoptHeIX cpexcts (VANET) ymuoro ropona

B xoze paccmarpruBaeMoro CieHapusl IBa aBTOMOOWIS MOMAaoT B
HTII, nociae yero NpoU3BOIAT HOIBITKY OTIPABUTH COOTBETCTBYIOLIEE
cooOmeHne B LEHTP  YNPaBICHUS  JOPOXHBIM  JBIDKCHUEM.
3MOYyMBIIINICHHUK ~ pealn3yeT KIACCHYECKYI0 AaTaKy «d4epHas JIpIpay
(blackhole attack) [42], HampaBieHHYI0 Ha HapylIeHHE MapLIpyTH3aLUuU
MEXAY Y3J1aMH, B pE3ylibTaTe 4Yero OTOpachIBAIOTCS CETEBbIE MAKETHI,
NOJy4eHHbIe OT aBToMoOmied, nmonasmux B JTII, m BcrieacTBue 3TOTO
cracareNibHbIe CIYXKObI HE MOJNy4aroT COOOIICHHE 00 aBTOMOOHIBHOMN
aBapuM M He NpUOBIBAIOT Ha MeCTO mnpouciiecTBus. /lanee HapylmuTelb
0€30MacHOCTH peaNn3yeT HW3BECTHYIO «aTaky OOJBIIMHCTBa» (majority
attack, 51% attack) [43], HameneHHyI0 Ha HCIIOJNB3YEeMBIH B CHCTEME
pacIpeneneHHbli  peecTp. ATaka OOJBIIMHCTBA BO3HHKAET, KOTAA
37I0YMBINIICHHUK (TPYIa 3J0yMBIIIJICHHUKOB) IIOMYYaeT KOHTPOJIb Hal
6onee yeM 50% BBIYMCIUTENHHON MOITHOCTH CETH PEECTpa, UTO IO3BOIIET
MaHUIYJIMPOBAaTh KOHCEHCYCOM — B TakOM Cllydae aTakKyIOIIHH MOXET
NPOBOANTH JIBOWHOE PAcXOJOBaHHE CPEICTB, WCKIIOYATh TPAaH3aKUUU WU
W3MEHSITh MOPSIJIOK TPAaH3aKIUH, a TaKKe HapylaTh paboTy CeTH, IOPbIBas
ee JICHECHTPATN30BAHHOCTE W JOBEPHE CO CTOPOHBI IOJib30BaTeneil. B
paccMaTpuBaeMOM CLIEHApUHU YCIIEIIHas araka OOJBIIMHCTBA CTaBHUT 0]
yIrpo3y IIeJIOCTHOCTh PACHpEeAeTICHHOTO peecTpa, B pe3yiabTaTe dero
NPUOCTAHABIUBACTCS  MOATBEPXKICHHE HOBBIX TpaH3aKLUUi, M, Kak



CJIEICTBHE, MIOCTPA/aBIIasi CTOPOHA HE MOIYyYacT CTPAXOBYIO BBIIIATY OT
CcTpaxoBoi KoMmnaHuu 3a npousomeamiee A TTI.

Cuctema 3amuThI, COCTOAIMIAs U3 HabOpa IETEKTOPOB, PEaIn30BaHA
B BHJIE OTICIBHOTO MporpaMMHOro Monymsi. /[l  oOHapykeHus
BPEIOHOCHOM  aKTUBHOCTM  HCHOJNB3YIOTCS ~ KaKk  TPaAWUIMOHHBIE
9BPUCTUYECKHE,  IOPOTOBBIE M CHIHATYPhl ~ METOABI  3aIlUTHI
(9kcnepuMeHT 1), Tak U COBPEMEHHBIE CPEACTBa — OOHApY)KEHHE aTak C
MOMOILBI0 CBEPTOYHON HEMpoceTH, AMHAMHUYECKYI0 MapIIpyTH3alMI0 Ha
0a3e MypaBbMHOTO aIrOpUTMa W TNPOTOKON OiokueiiHa Hashgraph c
BHEIPEHHOI MoJenbio faoBepust (dkcmepumeHT 2). Ha Bxon cucreme B
peXHUME peanbHOr0 BpPEMEHM IOJAIOTCS CTEeHEpUPOBAaHHBIE B  XOJE
MOJIeIMPOBaHMsI CHHTETHUYEeCKUe NaHHble. Ha ocHOBe aHanmm3a MOTydeHHBIX
JTAaHHBIX CHCTEMOH IPUHHUMAETCSI pelieHne 00 0OHapy>KeHNH 1 OJIOKHPOBKE
y3na-Hapymmuress. Takke HelmpepblBHO paboTaeT HMpOrpaMMHBIN MOIYb,
peaNM3yIOmMid CO3MaHHYI0 MOJAENb OIEHKH 3(P()EKTHBHOCTH CHCTEMBI
3amuThl. B X01€ MoaennpoBaHus HEPEPHIBHO BEAETCS OLICHKA KOJIMYECTBA
Y3JIOB Pa3HBIX THIIOB.

Jliis paccMaTpuBaeMoro JIeMOCLICHAPHUs Ha PUCYHKaxX 4 M 5 moka3aHa
3aIpOTOKOIMPOBAaHHAA JTWHAMMKA KOJMYECTBA Y3JI0B KaXKAOT0 Kjacca IMoj
BO3ZICHCTBHEM KOMIIBIOTEPHBIX aTaK «d4epHas JAplpay (Hagamo B Touke 40
CeK.) M «aTaka O0NbIIMHCTBAY (Hayaso B Touke 220 cex.).

IKcnepumenT 1
90

80 - A

70

60 /
50

40

30

20

10 =

- - -

PR, T K Ko P

0 40 80 120 160 200 240 280 320 360
Bpemsa MOAe/IMpoBaHna, CeK
Puc. 4. lunamuka KoJau4ecTBa y3/10B (IKCIIEpUMEHT 1)

Konwuuyectso y3nos B cetu




JKCNepumMeHT 2

90
= 80 . .
5]

70
a P
2 60
< N
o 50
o
& 40 - - B
z
5 30 z
=

20

. FA—
10 PR PR
0 ottt vl S ey S Y LT L ——

0 40 80 120 160 200 240 280 320 360
Bpema mogenvpoBaHua, cek
Puc. 5. lunaMuka KonudecTBa y3JI0B (IKCIEPUMEHT 2)

Cucrema obecriedeHust nH(HOPMAITMOHHON 0e30MacHOCTH,
HCTIOIB30BaHHAs B TIEPBOM JKCIEPUMEHTE (PHUCYHOK 4), HE COOTBETCTBYET
YCTaHOBJIEHHOMY KpUTEpHIO ycroilunBocTH. Ilpu mepBoil aTake B TOUKE,
COOTBETCTBYMOIIEH oTcueTy BpeMeHH 40 cek., HapyImINTeIh CBOEBPEMEHHO
0oOHapyXeH U HM30JIMPOBaH, B Pe3yJbTaTe Yero MaplIpyTH3aLHs CETEBOTO
Tpaduka BoccTaHaBimBaeTcs KO BpeMeHu 220 cek. OpmHako, BTOpas
KOMITBIOTEpHAsl aTraka OOHapyKeHa CIMIIKOM I[03[JHO, YTO IIPHBEIO K
HapyIIEHUIO LEJOCTHOCTH pAaclpeleIeHHOIO0 peecTpa U OCTaHOBKE
TpaH3akIMi. B Xome anbTepHATHMBHOIO cClieHapus (PUCYHOK 5) cucrema
3alIUTHl C aJaNTHPOBAaHHON KOH(QHUTYpaIlMeidl OEeTEeKTOPOB CBOEBPEMEHHO
oOHapyxmita o0e aTaku W M30IUpOBaia y3JbI-HAPYIIHUTENEH, B pe3ylbTaTe
gero cetb VANET BepHymnace B pabodee COCTOSHUE.

Jns mpoBeneHus Oojee MacmTabHOTO AKCIEPHMEHTa pa3padoTaH
CICHApHii, B KOTOPOM 3JIOYMBINUICHHHWK IIOCICIOBATEIBHO pEan3yeT
CepHI0 KOMIBPIOTEPHBIX aTaKk Ha WHQOPMAMHOHHYIO HWHQPPACTPYKTYPY
ymMHOro ropoga. IlepBas araka — ToilydyeHHE KOHTPOIS  Haj
C1a003alIUIIIEHHBIME YCTPOWCTBA YMHOTO TOpojJa 3a CUeT JKCILTyaTalluu
ys3Bumoctu I10. Bropas araka — pacmpenerneHHas aTaka THIAa «OTKa3 B
obcnyxuBanun» (DDoS-ataka) Ha ueHTpanbHble Yy31bl ceTd. Ilpum
pcaiusanu I[aHHOﬁ aTaK 3JIOYMBIIIJICHHUK HMCIIOJIB3YCT B3JIOMAaHHBIC B
XOJ/ie MepBOi aTtaku y3ibl-30MOM. TpeThsi artaka — aTaka «4epHas JbIpay,
HaTpaBJICHHAs Ha HapyIICHHE MAapIIPYTH3alUH CETEBOIO TpaduKa U, Kak
CIEICTBHE, HApYIICHHE CTAaOMIBHONH pabOTBI CETEBOTO O00OpYIOBAaHHUS
(0a30BBIX cTaHIOMH, KOMMYTAaTOPOB W MapiipyTu3aTopoB). UYerBepras



aTaka — «araka OOJNBIIMHCTBA», HAIpaBICHHAs Ha HapyIICHHE pPaOOTHI
CHCTEMBI pacIpeiesICHHOTO0 peecTpa. B pesynbprare MpoBeAeHUS TaHHBIX
aTak (YHKIMOHHPOBAHHWE CETH YMHOIO Topoja OyIeT IIOJHOCTHIO
OCTaHOBJICHO.

B KkadecTBe 3alIWTHBIX MEXaHM3MOB pEATM30BaHBl Pa3IHYHBIC
METOJBI, MpPEINIOKCHHBIE B MpensIaymumx paborax aBTOpoB. Tak, s
0oOHapyXeHHs BPEIIOHOCHBIX CHUTHATYp, NpeIHAa3HAUYEHHBIX ISl B3JIOMa
cnabo3alMIIeHHBIX YCTPOHCTB YMHOTO Topona, u oOHapyxenus DDoS-
aTaKy peaJIi30BaH METOJ Ha OCHOBE CBEPTOUHON HelpoceTH (B Tabiuue 2 —
CNN) [44]. TIpenMyliecTBOM JaHHOTO PEIICHUS SBJSIETCS BO3MOMXHOCTH
ObicTporo aHanm3a OonbmMX 00BeMOB  cereBoro  Tpadwmka. s
06Hapy)1<eH1/1;1 aTakyd Tulla «4€pHasd JAbIpa» HCHOJB30BaHbl METOAbLI Ha
OCHOBE POEBOTO MHTEJIICKTAa: MyPaBEHHOTO aNropuT™a (B Tabdmmme 2 — Ant)
U Kamens Boabl (B Tabmume 2 — Waf) [45]. IlpenmMymecTBOM HaHHOTO
pelIeHus  ABMSACTCA €ro NPUMEHHMOCTh Ha  y3JlaX C  HHU3KOH
BEIYHCITUTEIFHOH MOITHOCTBHIO M B YCJIOBHUSX LEHTPAIN30BAaHHOCTH CETH,
9TO XapaKTepHO i MH(pacTpykTyp yMHOrO ropona. s oOHapyXeHUs
«arakd OOJNBIIMHCTBA» pealli30BaH MEXaHW3M KOHCEHcyca Ha 0aze
nporokona Hashgraph, momonHeHHbIit Mojenbio goBepus (B Tabiuie 2 —
Hash) [46]. TIpeumyiiecTBOM JaHHOTO 3al[UTHOTO MEXaHWU3Ma SIBISETCS
BO3MOXXHOCTDb BBIABJICHUA W U30JAOMU BPCIAOHOCHBIX Y3JIOB Ha PaHHHUX
Tramnax pa6OTI)I CCTU, CHUIXKAA UX BJIUAHUE HA IMPOLECC I'OJJIOCOBAHUA U TEM
caMbIM TOBBIIIAS BU3AHTUHUCKYI0 OTKa30yCTOHYHBOCTH pPacHpeleIEHHOTO
peecTpa, a TakXKE YCTOHIUBOCTh CHCTEMEI.

B Xome SKCHEpUMEHTOB TECTHUPOBAIUCH pPa3NIMYHBIC KOMOWHAIMH
3alIMTHBIX MEXaHW3MOB, BKJIOYas TPAJAWULMOHHBIA IOJIXO0J, B KOTOPOM
UCTIONb3YeTCS CHTHATYPHBIH JETEKTOp aTak, W IepeOopHble COYeTaHus
aIbTEPHATHBHBIX 3AIIMTHBIX MEXaHW3MOB. B Ttabnuue 2 npencraBieHbI
pe3ynbTaThl OLEHKH 3(P(PEKTUBHOCTH TECTOBBIX KOH(MHUTYPALMH 3alUTHI,
MOJydCHHBIE C WCIOJNb30BaHHEM pa3zpaboranHOH Mmozenu. KommuecTBo
JOXHBIX cpabaTeiBaHMi He npomkHO mnpeBemate A=0,03 (3%). B
COOTBETCTBUU C BBEICHHBIM KPUTEPHUEM YCTOWYMBOCTH (6) CHMBOI «—»
03HAa4YaeT, 4TO0 B JAaHHBIA MOMEHT B CETH HET Y3J0B TOTO THIIA, IUISA
KOTOPOTO paccuuThiBaeTcs KodpdummeHT (HampuMep, TPH peaTu3aiiu
TIEPBOI1 aTak|, ETbI0 KOTOPOH SIBIISIETCS IKCIUTyaTanus ysa3sumoctu 110, B
CEeTH HET Y3JIOB-30MOM U Y3JIOB, BBIBEJICHHBIX U3 CTpos). KpacHbIM 1BeTOM
W TepeYepKHYTHIMH 3HAKaMH CpPaBHEHHMsS OTMEYEHBI TE YCIOBHA U3
kputepus (6), KOTOpbIE HE BBINOIHSIIOTCS.

B pesynbrare CpaBHHTENHHOTO aHallM3a pasHbIX KOH(UTypanmi
YCTaHOBJICHO, YTO CHUCTEMa 3allHThl, COCTOsAIIAs M3 Habopa «CBEPTOYHAsS
HelipoceTb + MypaBbuHBIH aimroputM + mnporokos  Hashgraph,



JIOTIOJTHEHHBIA MOJIEJIbIO JOBEPHUS», COOTBETCTBYET 3aJJaHHOMY KPUTEPHIO
ycroitunBoctu. [lanHas KOH(WUTYpamuss CHCTEMBI 3aIIUTHI MOXET OBITH
Pe3yIBTATUBHO MCTIONF30BaHa YIS 3aIIATHI CETH YMHOTO TOPOAa.

Tabmmma 2. CpaBHUTENBHAS OIleHKa 3G (HEKTUBHOCTH PA3IMIHBIX KOHPHUTYpanui

CUCTCMBbI 3aIIUThI

KomOuHamus Araka
cpeacTB IKCILL. YH3B. DDoS-araka «4epHasi Ataxa
11(0] 00JILIIHHCTBA
3alllUThI AbIPpa»
0,05 £ 0,03 0,02 < 0,03 0,24 0,03 0,36 < 0,03
0,04 £ 0,03 0,02 < 0,03 0,17 % 0,03 0,31 % 0,03
- 0<0,03 0,22 £ 0,03 0,27 % 0,03
Tpaduyuonnbviit - 0,21 » 0,52 - -
demexkmop - 0,21 » 0,42 - -
amak na 6ase - 021* 0 - -
Konmponsa - 021* 0 - -
cuznamyp 034> 0 0,36 » 0,52 021> 0 012> 0
034> 0 036 # 042 021> 0 012> 0
0,34 * 0,53 036> 0 021> 0 0,12> 0
0,34 > 0,23 036> 0 021> 0 0,12> 0
0,01 < 0,03 0,02 < 0,03 0,01 < 0,03 0<0,03
0,01 < 0,03 0,02 < 0,03 0,01 < 0,03 0<0,03
- 0<0,03 0<0,03 0<0,03
- 0,44 > 0,31 - -
CNN + Ant + _ 0,44 > 0,21 _ _
Hosh 0,44 > 0
- 0,44 > 0 - -
0,47 > 0 0,44 > 0,31 048> 0 0,65> 0
047> 0 0,44 > 0,21 048> 0 0,65> 0
0,47 > 0,22 044> 0 0,48 > 0 0,65> 0
0,47 > 0,11 044> 0 0,48 > 0 0,65> 0
0,01 < 0,03 0,02 < 0,03 0,04 £ 0,03 0,04 0,03
0,01 < 0,03 0,02 < 0,03 0,03 < 0,03 0,03 < 0,03
- 0<0,03 0,02 < 0,03 0,01 < 0,03
- 0,44 > 0,31 - -
CNN + Wat + _ Oﬁ 4> 0.21 _ _
PoS 44 >0
- 0,44 > 0 - -
047> 0 0,44 > 0,31 039> 0 042> 0
047> 0 0,44 > 0,21 039> 0 042> 0
0,47 > 0,22 044> 0 039> 0 042> 0
0,47 > 0,11 044> 0 039> 0 042> 0

Hanpumep, mns apyrodl KOHOGUrypauuu CpeicTB 3allUTHI, IJie
UCTIONB3YeTCs JIETEKTOp Ha 0a3e CBEPTOYHOI HEHpPOCETH, AITOPUTM Karlellb
BoJtbl (Wat) u npotokoi koHCeHcyca PoS, 60IBIIMHCTBO YCIOBUH KpUTEpHs
TaK)Ke BBIMOJHACTCS, OJHAKO NMPH OOHApYXEHUH aTakd «depHas JbIpa» U



«aTaku OONBIIMHCTBAY» KOJIWYECTBO JIOKHBIX CpabaTHIBaHUI IPEBHIIIACT
IOpOr, a CKOPOCTh BBIMHPAHUS Y3JOB-HApYIIUTEIEH 3HAUYUTEIBHO
CHMXAeTcd 1O  CPaBHEHUI0 €  MpeAblaylell  pacCMOTPEHHOM
KOH(pHUTrypanuei.

6. 3akaroueHnue. IIpoBenenHoe HCCIIEIOBAHUE TO3BOJIHIIO
YCTaHOBHTH, 9TO OICHKA 3()(HEKTUBHOCTH CHCTEM 3aIIUTHl YMHOTO TOpoia
IOJDKHA 0a3MpoBaThCSl HA JIMHAMHYCCKHUX MATCMATHUCCKUX MOJCIIAX,
YUUTBHIBAIOIIMX OBOJIIOIMIO KaK oOOBEKTa 3alllUThl — 3alUIiaeMoin
nH(pPacCTPyKTYpHI, TAK U aTaKylollel CTOPOHBI — 00beKTa yrpo3. B nanHom
UCCJIEJOBAaHUM TOCTPOEHa MOJIENb OLEHKH A(P(PEKTUBHOCTH OOeCHeueHus
nHpopManMOHHON  0E30HacHOCTH B CHUCTEMax YMHOIO  Topoja,
Oasupyromasics Ha MOJEIM KOHKypeHIuu. PaspabotanHas MOJeib
JEMOHCTPHPYET, YTO YCTOMYMBOCTH CHUCTEMBI IOCTHTACTCS ITPH yCIOBUU
mpeoOiaamaHust CKOPOCTH BEIMHPAHUS 3JIOYMBINUICHHHUKOB U YCTPOHCTB-
30MOM HaJ CKOPOCTBIO 3apakeHUs IIN BBIBOJIa W3 CTPOS HOPMaIbHBIX
Y3JI0B.

C ucnoip3oBaHUEM pa3pabOTaHHOTO IKCIEPUMEHTAIFHOTO MaKeTa
CHCTEM yMHOTO TOpOJa TMPOBEACHO  MOJCIHPOBAHUE  Pa3BHTHUS
KOMIBIOTEPHBIX aTak THUIIa «OKCIUTyaTanus YA3BUMOCTU HO»,
«pacTpelieieHHBIl 0TKa3 B OOCITY)KHBaHMHM», «4epHas AbIpa» M «aTaka
OONIBIIMHCTBA» B  CETH  TpaHCIOPTHBIX  cpeiactB  VANET  wu
HpOTHBOHeﬁCTBHﬂ UM Pa3JIMYHBIX KOM6I/IH&HI/Iﬁ 3allIUTHBIX MECXAaHU3MOB.
OKkcrepuMeHTanabHas BepH(UKanus MOJETNM Ha MakKeTe MOATBEpAWIa ee
MPUMEHUMOCTh JUI aHalli3a aTak pa3IMYHbIX THUIOB. Pa3paboTaHHas
MOJICJNIb MO3BOJISICT B JUHAMUKE ONPEACIATh ONTUMAIBHYO KOH(PHUTYpaLHIO
CHUCTEMBI  3aIIUTHl JUII KOHKPETHBIX  YCIIOBHH  OJKCIDIyaTallkd U
obecrieunBaTh YCTOHYMBOCTH CHCTEM YMHOIO Topojia K KOMITBIOTEPHBIM
atakam. [Ipu 3TOM NPOJEMOHCTPUPOBAHO, UYTO KOMOWHANWS METOIOB
MAIIMHHOTO OOYYEHHUs, POCBHIX aJTOPUTMOB M MEXaHHU3MOB KOHCEHCYcCa
obecreunBaeT BBICOKYIO 3((EKTUBHOCTh 3allIUTHI, YTO KPUTHYECKHA BAXKHO
1A obecreueHus] YCTOHYMBOCTH HHQPACTPYKTYphl YMHOI'O TOpOAa B
YCIIOBHSIX TIOCTOSTHHO MEHSIOIIETOCS TaHAIma(Ta yrpos.

IInan JNaJIbHEHIITNX HUCCIeIOBaHUHI BKJIIOYAET HU3y4YEeHHE
MacIITabMpyeMOCTH TPEAIOKECHHOW MOJETH ONEHKH B  YCIOBHAX
cBepxOompIIMX ceTeil W pa3pabdoTKy Cpemsl TECTUPOBAHHS 3allUTHBIX
CHUCTEM B YCIOBHSAX HEONPEIEJIEHHOCTH W YaCTUYHOW HaOIII0aeMOCTH

yTpo3.
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V. KRUNDYSHEV, M. KALININ
EVALUATION OF INFORMATION SECURITY EFFICIENCY
IN SMART CITY SYSTEMS BASED ON A COMPETITION MODEL

Krundyshev V., Kalinin M. Evaluation of Information Security Efficiency in Smart City
Systems Based on a Competition Model.

Abstract. The implementation of the smart city concept implies a transition from
traditional computer networks with a clear information perimeter to next-generation networks.
Distributed subsystems of a smart city are characterized by a reconfigurable network topology,
openness, node mobility, and the construction of information protection based on distributed
ledgers, which also opens up new opportunities for intruders. The situation is complicated by
the fact that the speed of creating new digital infrastructures exceeds the speed of developing
security tools that meet current challenges. Given the specific properties of the secured object,
the dynamics of security threats, and the limited choice of security mechanisms, it is necessary
to continuously evaluate the security efficiency and reconfigure it to maintain a higher level of
security. As a result of the analysis of existing solutions for information security evaluation, it
was found that they operate in a proactive mode and do not take into account the high
dynamics of the "threat-protection" system. This paper presents a constructed model for
evaluating the efficiency of information security, based on a nonlinear dynamic model of
competition for influence on the functioning of the information infrastructure. To maintain a
sustainable state of the smart city system, it is necessary to meet the criterion on the ratio of the
speed of detection and development of a computer attack in the infrastructure. The developed
experimental model emulated the scenarios of development of computer attacks "exploitation
of software vulnerability", "distributed denial of service", "black hole", and "majority attack"
using the test sample of the intelligent transport network VANET in the smart city in various
configurations of the security system. During the comparative analysis of different
configurations of the VANET security system, it was shown that a test case implementing
attack detection using a convolutional neural network, dynamic routing based on the ant swarm
algorithm, and the Hashgraph protocol with an embedded trust model satisfies the
sustainability criterion. The use of the proposed evaluation model allows for reasonable control
and dynamic adjustment of the security configuration.

Keywords: distributed ledger, sustainability criterion, competition model, efficiency
assessment, speed of computer attack, sustainability point, smart city.
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