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Abstract. In the internet and smart devices era, malware detection has become crucial
for system security. Obfuscated malware poses significant risks to various platforms, including
computers, mobile devices, and IoT devices, by evading advanced security solutions. Traditional
heuristic-based and signature-based methods often fail against these threats. Therefore, a cost-
effective detection system was proposed using memory dump analysis and ensemble learning
techniques. Utilizing the CIC-MalMem-2022 dataset, the effectiveness of decision trees, gradient-
boosted trees, logistic Regression, random forest, and LightGBM in identifying obfuscated
malware was evaluated. The study demonstrated the superiority of ensemble learning techniques in
enhancing detection accuracy and robustness. Additionally, SHAP (SHapleyAdditive exPlanations)
and LIME (Local Interpretable Model-agnostic Explanations) were employed to elucidate model
predictions, improving transparency and trustworthiness. The analysis revealed vital features
significantly impacting malware detection, such as process services, active services, file handles,
registry keys, and callback functions. These insights are crucial for refining detection strategies and
enhancingmodel performance. The findings contribute to cybersecurity efforts by comprehensively
assessing machine learning algorithms for obfuscated malware detection through memory analysis.
This paper offers valuable insights for future research and advancements in malware detection,
paving the way for more robust and effective cybersecurity solutions in the face of evolving and
sophisticated malware threats.
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1. Introduction. In the rapidly evolving digital era, malware continues
to be a severe and prevalent threat to computer systems worldwide. Windows
operating systems, in particular, are frequent targets due to their extensive
user base and the variety of vulnerabilities that malicious actors can exploit.
Malware can lead to severe consequences, including data theft, system damage,
and financial loss, necessitating robust detection mechanisms to safeguard
systems and users. The ongoing battle between malware distributors and
the extensive efforts mobilized for malware detection persists, driven by
the destructive potential of malware. This includes significant financial
losses, disruption of critical services, and even human casualties in critical
infrastructures such as SCADA. Cybercriminals leverage malware as a weapon
due to its capacity to inflict widespread harm and chaos [1].

Traditional signature-based methods, which rely on identifying known
malware signatures, have proven insufficient in the face of new and sophisticated
malware variants. These methods often fail to detect novel threats and zero-day
attacks that lack predefined signatures. As a result, the focus has shifted

99

____________________________________________________________________

Informatics and Automation. 2025. Vol. 24 No. 1. ISSN 2713-3192 (print) 
ISSN 2713-3206 (online) www.ia.spcras.ru

INFORMATION SECURITY



towards machine learning and behavioral-based detection approaches, which
offer the potential to identify previously unseen malware by analyzing patterns
and behaviors indicative of malicious intent [2]. This shift is driven by
the increasing complexity and obfuscation techniques employed by malware
authors, making static analysis methods less effective [3].

On the other hand, dynamic analysis involves executing the software
in a controlled environment, such as a sandbox, to observe its behavior and
interactions with the system. This method can detect malware that evades
static analysis by monitoring runtime behavior, including network activity, file
modifications, and registry changes. The strength of dynamic analysis lies in
its ability to identify zero-day threats and polymorphic malware. However, it
is resource-intensive and time-consuming, requiring a secure environment to
execute potentially harmful software. Additionally, sophisticated malware can
detect when it is running in a sandbox and alter its behavior to avoid detection,
reducing the effectiveness of dynamic analysis [4].

Machine learning-based malware detection leverages the power of
statistical analysis and pattern recognition to detect malicious activities in real
time. Techniques such as ensemble methods, which combine multiple machine
learning models, have shown significant promise in enhancing detection
accuracy and robustness. By integrating the strengths of various base classifiers,
ensemble techniques can improve detection performance and reduce false
positives, making them a valuable tool in the fight against malware [5]. Recent
studies have demonstrated the effectiveness of various machine learning and
deep learning approaches in malware detection, highlighting the need for
continual advancement in this field [6–8].

Moreover, profound and self-supervised learning advancements have
opened new avenues for malware detection. Techniques such as Convolutional
Neural Networks (CNNs) and Recurrent Neural Networks (RNNs) have shown
potential in identifying complex patterns within large datasets, improving
detection rates for previously unseen malware [4]. Self-supervised learning
approaches, which do not require large labeled datasets, offer promising
solutions for developing efficient and scalable malware detection systems [9].

Despite these advancements, challenges remain in deploying
machine learning-based malware detection systems. Issues such as model
interpretability, adversarial attacks, and the need for large labeled datasets
must be addressed to ensure the effectiveness and reliability of these systems in
real-world scenarios. Research efforts continue to explore innovative solutions
to these challenges, aiming to develop more robust and adaptable malware
detection frameworks [10, 11].
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The primary objectives and contributions of this paper can be
summarized as follows:

Interpretability of Model Predictions: To enhance the interpretability of
our model predictions, we employ SHapley Additive exPlanations (SHAP) and
Local Interpretable Model-agnostic Explanations (LIME). These techniques
elucidate the contribution of various system and process-related features to the
model predictions, improving transparency and trustworthiness.

Identification of Key Features: Our study identifies vital features
that significantly impact malware detection, such as the number of process
services, active services, file handles, registry keys, and callback functions.
Understanding these features helps refine detection strategies and improve
model accuracy.

Future Research Directions: The paper outlines future research
directions, including exploring deep learning models, real-time detection
systems, dataset expansion, and the integration of behavioral analysis. These
directions aim to advance the field of malware detection further and enhance
the robustness of detection systems.

The remainder of this paper is structured as follows: Section 3 reviews
related works in the field of malware detection, discussing previous studies and
their methodologies. Section 4 details the dataset and the machine learning
models used in the analysis. In contrast, section 5 presents the results, including
the performance metrics of different models and the explainability results
using SHAP and LIME to understand the model predictions. Finally, section 6
describes the conclusion and outlines future research directions, summarizing
the essential findings and suggesting areas for further investigation.

2. Problem statement. Malware continues to pose a significant threat
to Windows operating systems, exploiting the extensive user base and diverse
vulnerabilities. Traditional heuristic and signature-based detection methods are
increasingly inadequate against sophisticated threats, particularly obfuscated
malware designed to evade detection by altering its appearance and behavior.
This study aims to develop a robust, cost-effective system for detecting
obfuscated malware using memory dump analysis and ensemble learning
techniques. By evaluating machine learning algorithms on the CIC-MalMem-
2022 dataset and employing SHAP and LIME for model interpretability, this
research seeks to enhance detection accuracy, robustness, and transparency in
malware detection.

The study utilizes ensemble learning techniques, including methods
such as Random Forest, Gradient Boosting, and LightGBM, known for their
robustness in handling complex datasets and their ability to generalize well
across various conditions. Robustness is ensured through the use of ensemble
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methods, which reduce the likelihood of overfitting by aggregating predictions
from multiple models, thus enhancing the stability and reliability of the
system. Cost-effectiveness is a key consideration in the selection of models
and the design of the system. By leveraging memory dump analysis – a
method that focuses on analyzing snapshots of system memory – we reduce
the computational overhead associated with real-time monitoring and analysis.
Additionally, the choice of LightGBM, known for its efficiency in both training
time and memory usage, further contributes to the cost-effectiveness of the
system. This approach allows for the deployment of the detection system in
environments with limited computational resources, making it practical for
widespread use.

3. Related work. Several studies, drawing from IEEE Xplore, Web
of Science, and Scopus databases„ have focused on applying machine
learning and deep learning techniques in the field of malware detection
and adversarial attack mitigation [12–32]. In particular, some studies
focus on leveraging machine learning models to enhance malware detection
capabilities while addressing the vulnerabilities posed by adversarial attacks
[13,15,17,18,20,22,23,26,27,29–31]. These efforts include the development
of frameworks like EvadeDroid [12], which applies a practical evasion attack
on Android malware detectors, and MEME [13], a model-based reinforcement
learning algorithm designed to create adversarial malware capable of bypassing
detection systems. Additionally, other works have explored the use of deep
learning architectures, such as convolutional neural networks (CNNs) and
recurrent neural networks (RNNs), to classify malware based on various
features, including API call sequences and syscall subsequences, as seen in
studies focusing on these methods [18–20, 22, 31]. These approaches not only
demonstrate the effectiveness of machine learning in identifying malware but
also highlight the challenges posed by adversarial examples, necessitating the
development of robust defense mechanisms, such as adversarial training and
randomized smoothing techniques, to safeguard these systems.

A novel opcode-based methodology that leverages multiple behavioral
target variables to enhance static malware classification was proposed by
the authors in [6]. Their methodology’s robustness against random opcode
injection attacks was validated on the AMDArgus and MOTIF datasets,
achieving superior mean classification accuracy and F1 scores compared to
other convolution-based architectures. While the proposed opcode-based
malware classification approach shows promise, it also has some limitations.
One significant drawback is the assumption that all weak target variables are
independent, neglecting the potentially complex relationships between them.
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This simplification might limit the model’s effectiveness in capturing nuanced
patterns in the data.

A novel malware detection scheme for Smart IoT environments called
Mal3S, which leverages amulti-spatial pyramid pooling network, was suggested
by the authors in [3].Their approach involves static analysis to extract features
such as bytes, opcodes, API calls, strings, and dynamic link libraries (DLLs).
These are then converted into images of different sizes for training the SPP-
net model. Evaluating Mal3S on three malware datasets, they achieved an
average detection accuracy of 98.02% and a classification accuracy of 98.43%,
outperforming existing techniques. This method also demonstrated effective
generalization capabilities across different types of malware. However, the
approach’s reliance on static analysis means it might struggle to detect malware
that extensively obfuscates its code or dynamically modifies its behavior.
Future work could explore integrating dynamic analysis techniques to address
these limitations and enhance detection accuracy.

The approach for malware classification using self-supervised learning,
named MalSSL, was suggested in [4], addressing the challenges of requiring
large labeled datasets. MalSSL utilizes image representation, contrastive
learning, and data augmentation to classify malware without needing labeled
data. The model is first trained on an unlabeled Imagenette dataset as a pretext
task and then retrained on an unlabeled malware dataset for downstream
tasks, including malware family and benign classification. The results show
an accuracy of 98.4% for the malware family classification on the Malimg
dataset and 96.2% for the malware and benign classification on the Maldeb
dataset, outperforming other self-supervised methods. However, the reliance
on pretraining with a dataset like Imagenette might limit its adaptability to more
diverse or complex malware datasets. Future work could explore enhancing the
model’s adaptability and testing its efficacy on varied and evolving malware
datasets.

A comparative performance analysis of malware detection algorithms
based on various texture features and classifiers was suggested by the authors
in [10] to address challenges. Their method includes four stages: converting
malware to grayscale, extracting features using segmentation-based fractal
texture analysis (SFTA), Local Binary Pattern (LBP), Haralick, Gabor, and
Tamura, classifying with Gaussian Discriminant Analysis (GDA), k-Nearest
Neighbor (KNN), Logistic, Support Vector Machines (SVM), Random Forest
(RF), and Extreme Learning Machine (Ensemble), and evaluating the results.
The study used the Malimg imbalanced and MaleVis balanced datasets to
assess classifier performance and feature effectiveness. Results indicated that
KNN outperformed other classifiers in accuracy, error, F1, and precision, with
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SVM and RF as runners-up. Gabor performed better in MaleVis, while SFTA
excelled in the Malimg dataset. The SFTA-KNN and Gabor-KNN methods
achieved 96.29% and 98.02% accuracy, respectively, surpassing current state-
of-the-art approaches. However, the study relied on specific feature extraction
methods and comparative analysis using balanced and imbalanced datasets,
revealing that balanced datasets significantly improved accuracy and precision
while reducing error compared to imbalanced datasets.

The application of several machine-learning algorithms to build a
malware detection model for Android systems was suggested by the authors
in [11]. Traditional methods of detecting malware using anti-virus software
often fall short due to the rapid increase in applications and potentially
embedded advertisements or unwanted software. To address this, the authors
developed unweighted and weighted models to handle unbalanced data. Their
experiments indicated that the weighted random forest model achieved the
best performance with an accuracy of 98.94%. However, the study primarily
focuses on static analysis and may not account for dynamically changing
malware behaviors. Future research could explore incorporating dynamic
analysis techniques to enhance detection capabilities further.

A cost-effective obfuscated malware detection system, utilizing diverse
machine-learning algorithms through memory dump analysis, was proposed by
the authors in [33]. The research focused on the CIC-MaIMem-2022 dataset,
simulating real-world scenarios to evaluate the effectiveness of decision trees,
ensemble methods, and neural networks in detecting obfuscated malware.
Despite the balanced nature of the dataset, with equal malware and benign
samples (50%), the authors highlight the application of undersampling and
oversampling methods to address potential imbalances within specific malware
categories. However, in real-world scenarios, these methods often do not have
a positive impact, as they can lead to overfitting or underfitting, reducing the
model’s generalizability.

Common problems in malware detection research include the over-
reliance on static analysis, which struggles against malware with dynamic
behavior or advanced obfuscation techniques, and the frequent issue of
imbalanced datasets that lead to overfitting or underfitting in models.
Simplifying complex relationships between features by assuming their
independence can result in models that miss intricate patterns, reducing
classification accuracy. Additionally, the use of specific feature extraction
methods may limit the generalizability of models to different types of malware.
Pretraining with non-malware-specific datasets further hampers adaptability,
underscoring the need for integrating dynamic analysis techniques, enhancing
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dataset diversity, and capturing interdependencies more effectively in future
research.

4. Methodology. Dataset description. The CIC-MalMem-2022
dataset [34], used for this study, comprises memory dumps categorized
into four classes: benign, spyware, ransomware, and trojan. Detailed memory
features such as process counts, threads, handles, and DLLs are extracted,
which help identify malicious patterns. The dataset is balanced, with a total of
58,596 records. Specifically, it includes 29,298 benign records (50%), 10,020
spyware records (17.1%), 9,791 ransomware records (16.7%), and 9,487 trojan
records (16.2%).

It is important to note that this is a multiclass classification problem
rather than a binary classification task. The distribution of classes reflects a
realistic scenario where benign processes are more common, while the various
types of malware are less prevalent. This class imbalance (50% benign and the
remaining 50% distributed among the three types of malware) adds complexity
to the classification task and aligns with real-world situations where malware
constitutes a smaller, yet significant, portion of system processes.

Enviromental setup. Our analysis and modeling experiments were
conducted using the robust Dataiku platform with advanced data analytics and
machine learning capabilities. Dataiku offers a comprehensive suite of tools
for data preparation, feature engineering, model development, and evaluation,
making it an ideal environment for our research. For this study, we utilized
Dataiku version 10.0.5 (licensed), with the notebook server running version
5.4.0-dku10.0-0 and Python 3.6.8.

Model description. In this section, we delve into the machine learning
models employed in this study, examining their fundamental principles, loss
functions, activation functions, and mathematical formulations. We also
discuss each model’s strengths, weaknesses, and limitations, providing a
comprehensive understanding of their capabilities in the context of obfuscated
malware detection.

Decision Tree. Decision Trees are used for classification tasks by
recursively splitting the data into subsets based on input feature values. The
split criterion, typically Gini impurity or entropy, evaluates the quality of splits.
Gini impurity is shown in Equation 1.

Gini =
n∑

i=1

pi(1− pi). (1)

In this formula, n represents the total number of classes, and pi is the
probability of an element being classified to class i.
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Entropy is shown in Equation 2:

Entropy = −
n∑

i=1

pi log(pi). (2)

Strengths include interpretability and ease of implementation, while
weaknesses involve susceptibility to overfitting and poor performance on
complex datasets [35].

Gradient Boosted Trees. Gradient Boosting builds models sequentially,
correcting the errors of previous models. It minimizes a specified loss function
using gradient descent. The loss function is shown in Equation 3:

Lm(y, F (x)) =
n∑

i=1

L(yi, Fm−1(xi) + v · hm(xi)). (3)

This formula represents the loss function used in gradient boosting,
where Lm(y, F (x)) is the loss for each instance i, yi is the actual value,
Fm−1(xi) is the prediction from the previous iteration, v is the learning rate,
and hm(xi) is the new model to be added.

Strengths include high accuracy and robustness against overfitting,
while weaknesses include longer training times and complexity in tuning
hyperparameters [36].

LightGBM. LightGBM (Light Gradient Boosting Machine) is designed
for speed and performance, using a histogram-based approach to find the best-
split points, reducing memory usage and increasing training speed. Histogram-
based decision tree learning is shown in Equation 4:

G =
n∑

i=1

g2i
hi

, (4)

where n is the number of instances, gi is the gradient of the loss function
concerning the prediction, for example, i, and hi is the Hessian (second
derivative) of the loss function concerning the prediction for instance i.

Strengths include high accuracy, scalability, and efficiency, while
weaknesses might involve sensitivity to hyperparameter settings [37].

Logistic Regression. Logistic Regression models the probability of a
binary classification by applying the logistic function to a linear combination
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of input features. The logistic function has the following form:

P (y = 1|x) = 1

1 + e−(β0+β1x1+β2x2+···+βnxn)
, (5)

where P (y = 1|x) is the probability of the binary outcome y being one given
the input features x. The expression β0 + β1x1 + β2x2 + · · · + βnxn is a
linear combination of the input features x1, x2, . . . , xn with their respective
coefficients β0, β1, β2, . . . , βn. The logistic function (sigmoid function)
transforms this linear combination into a probability value between 0 and 1.

Strengths include simplicity and interpretability, while weaknesses
involve limitations in handling non-linear relationships [38].

Random Forest. Random Forest constructs multiple decision trees
during training and outputs the mode of the classes (classification) or mean
prediction (Regression) of the individual trees. The Random Forest algorithm
is shown in Equation 6:

ḟ(x) =
1

B

B∑
b=1

fb(x). (6)

Here, ḟ(x) is the final prediction,B is the number of individual models
in the ensemble, and fb(x) is the prediction of the b-th individual model. The
ensemble prediction is obtained by averaging the predictions of all individual
models.

Strengths include robustness and reduced overfitting, while weaknesses
involve complexity and longer training times for large datasets [35].

XGBoost. XGBoost (Extreme Gradient Boosting) is an optimized
gradient boosting library for high efficiency, flexibility, and portability. It uses
a more regularized model formalization to control overfitting. The regularized
objective is shown in Equation 7:

L(θ) =
n∑

i=1

l(yi, ẏi) +
K∑

k=1

Ω(fk). (7)

In this formula, L(θ) represents the total loss, where the first term∑n
i=1 l(yi, ẏi) accounts for the loss for each instance i, with yi being the true

value and ẏi being the predicted value. The second term
∑K

k=1 Ω(fk) is the
regularization term that penalizes the complexity of the model, where Ω(fk)
applies to each feature k to prevent overfitting.
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Strengths include high performance and efficiency, while weaknesses
involve complexity in implementation and tuning [39].

Evaluation metrics. To comprehensively understand our models’
performance and robustness, we evaluated using these metrics:

Accuracy. Accuracy measures the proportion of correctly predicted
instances out of the total cases. While accuracy provides a general performance
measure, it may not be suitable for imbalanced datasets.

Precision. Precision, also known as the positive predictive value,
indicates the proportion of accurate positive predictions out of all positive
predictions. Precision is crucial when the cost of false positives is high.

Recall. Recall, also known as sensitivity or actual positive rate, measures
the proportion of accurate positive predictions out of all actual positive instances.
Recall is necessary when the cost of false negatives is high.

F1-Score. The F1-score is the harmonic mean of precision and recall,
providing a balanced measure of both metrics. It is beneficial when dealing
with imbalanced datasets.

ROC-AUC. The ROC-AUC score evaluates the model’s ability to
discriminate between positive and negative classes. The ROC curve plots the
actual positive rate (recall) against the false positive rate. The AUC represents
the area under this curve, with a value closer to 1 indicating better model
performance.

The evaluation metrics have been shown in Table 1, where the following
formulas are used.

Table 1. Metrics used

Metric Formula

Accuracy TP+TN
TP+TN+FP+FN

× 100

Precision TP
TP+FP

Recall TP
TP+FN

F1-Score 2× Precision×Recall
Precision+Recall

Explainability. By incorporating explainability into our methodology,
we ensured that our machine-learning models for detecting obfuscated malware
are transparent and interpretable. While decision trees, regression models,
and ensemble methods are generally considered interpretable, the level of
interpretability can vary significantly depending on the specific model and
its complexity. Simple models like linear regression or single decision trees
offer straightforward interpretations; their predictions can be easily understood
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by examining coefficients or the structure of the tree, respectively. However,
as models become more complex – particularly with the use of ensemble
techniques such as boosting and bagging – their interpretability diminishes.
Ensemble methods, by their nature, involve the aggregation of predictions
from multiple models, often hundreds or thousands of decision trees, each
contributing to the final output.

In these complex scenarios, the simple interpretability associated with
individual models becomes obscured. It is no longer practical to visualize or
directly understand the contribution of each feature across all the constituent
models within an ensemble. The final prediction emerges from the collective
behavior of many models, making it difficult to deconstruct the prediction into
understandable parts.

We used SHapley Additive exPlanations (SHAP) [40] and Local
Interpretable Model-agnostic Explanations (LIME) [41] to enhance the
explainability of our machine-learning models for detecting obfuscated
malware. These techniques assisted us in understanding and interpreting
the decisions made by complex models, ensuring transparency and trust.

SHAP (SHapley Additive exPlanations). SHAP values are based on
cooperative game theory, providing a unified feature importance measure.
They explain how each feature contributes to the prediction by averaging
over all possible orderings of features. SHAP ensures three properties: local
accuracy, missingness, and consistency. Local accuracy ensures that the sum
of feature attributions matches the model output for each instance. Missingness
guarantees that features not present in the model have no impact. Consistency
ensures that if a model changes such that a feature’s contribution increases
or stays the same, the attribution should not decrease. SHAP values can be
computed using various methods such as Kernel SHAP, which approximates
the values for any model type [40].

The formula for the SHAP values is given in Equation 8:

ϕi =
∑

S⊆N\{i}

|S|!(|N | − |S| − 1)!

|N |!
[f(S ∪ {i})− f(S)] , (8)

where ϕi is the SHAP value for feature i, S is a subset of all features N
excluding i, f(S ∪ {i}) represents the prediction for the model including
feature i in the subset S, and f(S) represents the prediction excluding feature i.
The term |S|!(|N |−|S|−1)!

|N |! is a weighting factor based on the size of the subset.
LIME (Local Interpretable Model-agnostic Explanations). LIME

explains the predictions of any classifier by approximating it locally with an
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interpretable model. It perturbs the data around the instance to be presented
and trains a simple, interpretable model (like linear Regression) on these
perturbed samples. This local model can provide insights into how each feature
influences the prediction in that particular vicinity of the instance. LIME’s
essence is to balance interpretability and fidelity to the original model [41].

The formula for the LIME explanation model is given in Equation 9:

ξ(x) = argmin
g∈G

∑
z∈Z

πx(z) (f(z)− g(z))
2
+Ω(g). (9)

In this formula, ξ(x) is the explanation model for the instance x, g ∈ G
represents a family of interpretable models, πx(z) is a proximity measure
between z and x, f(z) is the prediction of the complex model, and g(z) is the
prediction of the interpretable model. The term Ω(g) is a regularization term
to ensure simplicity in the explanation model.

5. Results of the experiments. Our study applied multiple machine-
learning models to the CIC-MalMem-2022 dataset to evaluate their
performance in detecting obfuscated malware. The models were evaluated
based on accuracy, precision, recall, F1-score, and ROC AUC. The results are
summarized in Table 2.

Table 2. Performance comparison of machine learning models for malware detection
Model Train Time Accuracy Precision Recall F1-score ROC AUC

Decision
Tree

6s 0.76 0.67 0.64 0.64 0.84

Gradient
Boosted
Trees

23s 0.81 0.72 0.72 0.72 0.91

LightGBM 28s 0.87 0.81 0.81 0.81 0.95
Logistic
Regression

1m 14s 0.74 0.62 0.61 0.61 0.83

Random
Forest

1m 9s 0.87 0.80 0.80 0.80 0.95

XGBoost 21s 0.82 0.73 0.73 0.73 0.92

The performance analysis of the machine-learning models on the CIC-
MalMem-2022 dataset reveals several key insights. LightGBM achieved the
highest F1 score at 0.81, indicating a balanced performance in terms of precision
and recall, which is notably higher than other authors’ results on the same
dataset, with [42] reporting an F1 score of 68% and [43] achieving 70.33%.
This score demonstrates that LightGBM is highly effective in identifying
true positives while minimizing false positives and false negatives. Similarly,
LightGBM also achieved the highest ROC AUC score of 0.95, highlighting
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its excellent capability to distinguish between benign and malicious memory 
dumps. The high ROC AUC score suggests that LightGBM is highly 
effective in distinguishing between the positive and negative classes.

SHAP explanation. The SHAP (SHapley Additive exPlanations) values 
for each class of malware and benign processes are presented in Figures 1(a), 
1(b), 1(c), and 1(d).

a) Shap for benign class b) Shap for spyware class

c) Shap for trojan class d) Shap for ransomware class
Fig. 1. SHAP explanations for different classes: a) benign; b) spyware; c) trojan;

d) ransomware
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These figures illustrate the impact of various features on the model
output for each class. After analyzing the results, we can draw several
significant conclusions about the behavior and characteristics of each type of
malware and benign processes.

Ransomware is characterized by high values of handles.nkey indicates
that these processes heavily utilize registry keys, possibly for configuration
and execution. Extensive use of memory sections (handles.nsection) suggests
complex memory operations. High event handle usage indicates the reliance
on synchronization mechanisms (handles.nevent). Furthermore, ransomware
processes tend to have a higher average number of threads (pslist.avg_threads),
indicating parallel operations and multitasking. High values of mutant handles
(handles.nmutant) point to advanced process control and manipulation.

Trojans exhibit a distinctive pattern where they frequently use many file
handles (handles.nfile), likely for file manipulation or monitoring activities.
They also make extensive use of memory sections, similar to ransomware.
Higher callback counts (callbacks.ncallbacks) suggest that trojans hook
into numerous system processes to maintain control and monitor activities.
Their extensive interaction with the registry, utilizing numerous registry
keys (handles.nkey), is notable. The presence of many running services
(svcscan.nservices) indicates that trojans might rely on system services for
persistence and functionality.

Spyware processes are marked by their involvement with multiple
services (svcscan.nservices), possibly for data collection and transmission.
High event handle usage indicates significant synchronization operations
within spyware processes. High average handle usage per process
(handles.avg_handles_per_proc) suggests intensive interaction with system
resources. Frequently engaging with the registry (handles.nkey) and using
semaphores (handles.nsemaphore) indicate multiple concurrent processes.

Benign processes, in contrast, show a pattern of routine service
operations (svcscan.process_services). Higher average handle usage per
process is typical in benign software, reflecting standard interactions
with system resources. Everyday system events are frequent in benign
processes (handles.nevent), and the presence of callbacks is typical for
maintaining standard system functionality. In summary, malicious processes
(ransomware, trojan, spyware) generally use handles and registry keys more,
indicating manipulation and monitoring activities. Event and memory section
handles are frequently used in ransomware and spyware, suggesting complex
synchronization and memory usage patterns. Service and callback usage are
significant across all classes, differentiating between types of malware and
benign processes.
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Ransomware is identified by high thread and mutant handle usage,
trojans by extensive file and section handle usage, and spyware by intensive
service and handle operations. Benign processes exhibit regular service and
handle usage patterns, which are typical of standard system operations.

LIME explanation. The provided LIME (Local Interpretable Model-
agnostic Explanations) explanation, shown in Figure 2, visualizes the prediction
of the LightGBM model for a particular instance. This instance is classified as
’Spyware’ with a probability of 0.52. The LIME plot illustrates how different
features contribute to the prediction, showing their impact on the model’s
decision.

Fig. 2. LIME explanation for spyware instance

The model predicts the instance as ’Spyware’ with a probability of 
0.52, followed by ’Trojan’ with a probability of 0.42. The probabilities for 
’Benign’ and ’Ransomware’ are much lower, at 0.00 and 0.06, respectively. 
The bar graph on the right-hand side of the LIME plot lists the features and 
their respective values that contributed to the prediction. Features that increase 
the likelihood of the instance being classified as ’Spyware’ are highlighted in 
orange, whereas features that decrease the possibility are shown in teal.

We observe that the number of process services (svcscan.process 
_services) had the highest positive impact on the Spyware classification, with a 
value of -0.69. This suggests that the number of process services is indicative of 
spyware activity. Similarly, the number of active services (svcscan.nservices), 
with a value of -0.51, also positively influenced t he c lassification towards 
’Spyware,’ implying that the number of active services is a significant factor. 
The number of file handles (handles.nfile), with a value of -0.30, contributed 
positively to the classification, s uggesting t hat s pyware p rocesses involve 
numerous file handles.
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Further, the average number of handles per process
(handles.avg_handles_per_proc), with a value of -0.68, indicates higher activity
for spyware. The number of registry keys (handles.nkey), with a value of -0.80,
significantly influenced the model toward predicting ’Spyware.’ Additionally,
anonymous callback functions (callbacks.nanonymous), with a value of -0.03,
and the total number of callback functions (callbacks.ncallbacks), with a value
of -0.29, also played a role in the classification. Memory-related features such
as the number of memory sections (handles.nsection), with a value of -0.76,
and the number of timer handles (handles.ntimer), with a value of -0.69, were
also influential. The number of event handles (handles.nevent), with a value of
-0.75, was another significant factor.

From the LIME explanation, it is clear that the LightGBM model relies
heavily on specific system and process-related features to distinguish between
different types of malware. For this particular instance, classified as ’Spyware’,
the number of process services, active services, file handles, and registry keys
were vital indicators. In addition, the average number of handles per process,
anonymous callback functions, and memory-related features were critical to
the prediction.

6. Conclusion and future works. This paper demonstrates a
comprehensive approach to detecting obfuscated malware through memory
dump analysis using various machine-learning algorithms. Our study
leveraged the CIC-MalMem-2022 dataset, which simulates real-world
scenarios to evaluate the effectiveness of machine-learning models in
identifying obfuscated malware. We implemented and assessed multiple
algorithms, including decision trees, gradient-boosted trees, logistic regression,
random forest, and LightGBM, to understand their strengths and limitations in
malware detection.

The results of the study confirm that the proposed system achieves both
robustness and cost-effectiveness, meeting the goals outlined at the outset. The
use of ensemble learning techniques, particularly LightGBM, ensures that
the system remains robust even when faced with challenging data conditions,
such as obfuscated malware samples. Furthermore, the system’s efficiency in
terms of computational resource usage makes it cost-effective, allowing it to
be deployed in environments where resources are limited. This combination
of robustness and cost-effectiveness is crucial for practical applications in
real-world cybersecurity scenarios, where systems must not only perform
accurately but also operate efficiently.

Our findings highlight the superior performance of ensemble learning
techniques, particularly LightGBM, in achieving higher detection accuracy
and robustness across diverse malware types. We further enhanced the
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interpretability of our models using SHapley Additive exPlanations (SHAP)
and Local Interpretable Model-agnostic Explanations (LIME), which provided
valuable insights into the contribution of various system and process-related
features to the model predictions. Features such as the number of process
services, active services, file handles, registry keys, and callback functions
were identified as significant indicators in distinguishing between different
types of malware and benign processes.

In conclusion, integrating advanced machine learning algorithms and
interpretability techniques offers a promising solution to improve malware
detection capabilities. This study paves the way for further research in
developing robust, interpretable, and practical cybersecurity solutions to
combat the ever-evolving landscape of malware threats.

Although this study provides a comprehensive approach to obfuscated
malware detection using memory dump analysis and machine learning, several
avenues for future research and enhancement remain. Future work could
explore the application of deep learning models, such as Convolutional Neural
Networks (CNNs) and Recurrent Neural Networks (RNNs), which have shown
promise in various complex classification tasks. Implementing real-time
detection systems that can analyze memory dumps and detect malware on
the fly is another crucial step. Expanding the dataset to include more diverse
and recent malware samples, including those targeting different operating
systems and platforms (e.g., macOS, Linux, Android, and IoT devices), would
improve the generalizability of the models. Additionally, incorporating benign
samples from a broader range of applications and user behaviors could further
enhance the model’s ability to distinguish between benign and malicious
activities. Conducting a more in-depth investigation into feature engineering
and selection, studying the impact of adversarial attacks, and exploring other
explainable AI techniques would further improve model performance and
transparency. Integrating the proposed detection system with existing security
frameworks, incorporating behavioral analysis, and developing collaborative
defense mechanisms where different systems share threat intelligence could
enhance the overall cybersecurity landscape. Addressing regulatory and ethical
considerations in the deployment of machine learning-based malware detection
systems is also essential. By pursuing these future research directions, we can
further advance the field of malware detection, creating more robust, efficient,
and interpretable solutions to protect against the ever-evolving landscape of
cyber threats.

Declaration of Generative AI and AI-assisted technologies in the
writing process. While preparing this work, the authors used ChatGPT for
language editing and refinement. After using this tool/service, the author
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content of the publication.
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Я. ИМАМВЕРДИЕВ, Э. БАГИРОВ, Д. ИКЕЧУКВУ
ОБНАРУЖЕНИЕ ОБФУСЦИРОВАННЫХ ВРЕДОНОСНЫХ

ПРОГРАММ ВWINDOWS С ПОМОЩЬЮМЕТОДОВ
АНСАМБЛЕВОГО ОБУЧЕНИЯ

Имамвердиев Я., Багиров Э., Икечукву Д. Обнаружение обфусцированных вредоносных
программ в Windows с помощью методов ансамблевого обучения.

Аннотация. В эпоху Интернета и смарт-устройств обнаружение вредоносных
программ стало важным фактором для безопасности системы. Обфусцированные
вредоносные программы создают значительные риски для различных платформ, включая
компьютеры, мобильные устройства и устройства IoT, поскольку не позволяют использовать
передовые решения для обеспечения безопасности. Традиционные эвристические и
сигнатурные методы часто не справляются с этими угрозами. Поэтому была предложена
экономически эффективная система обнаружения с использованием анализа дампа памяти
и методов ансамблевого обучения. На основе набора данных CIC-MalMem-2022 была
оценена эффективность деревьев решений, градиентного бустинга деревьев, логистической
регрессии, метода случайного леса и LightGBM при выявлении обфусцированных
вредоносных программ. Исследование продемонстрировало превосходство методов
ансамблевого обучения в повышении точности и надежности обнаружения. Кроме того,
SHAP (аддитивные объяснения Шелли) и LIME (локально интерпретируемые объяснения,
не зависящие от устройства модели) использовались для выяснения прогнозов модели,
повышения прозрачности и надежности. Анализ выявил важные особенности, существенно
влияющие на обнаружение вредоносных программ, такие как службы процессов, активные
службы, дескрипторы файлов, ключи реестра и функции обратного вызова. Эти идеи
имеют большое значение для совершенствования стратегий обнаружения и повышения
производительности модели. Полученные результаты вносят вклад в усилия по обеспечению
кибербезопасности путем всесторонней оценки алгоритмов машинного обучения для
обнаружения обфусцированных вредоносных программ с помощью анализа памяти. В этой
статье представлены ценные идеи для будущих исследований и достижений в области
обнаружения вредоносных программ, прокладывая путь для более надежных и эффективных
решений в области кибербезопасности перед лицом развивающихся и сложных вредоносных
угроз.

Ключевые слова: обнаружение вредоносного ПО, машинное обучение, анализ
вредоносного ПО, кибербезопасность.
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